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INTRODUCTION

To fulfill the requirements of a control system, the plant needs a system that can provide specific
management functions, such as calibration, diagnostics, identification, materials of construction and
setup for the Field Devices.

Smar AssetView is a software system for on-line network enabled asset management. The primary
objective is to unleash the powerful diagnostics capabilities found in Fieldbus devices in general and
particularly in Smar devices, providing several maintenances schemas and making the user
interface friendlier.

AssetView deals only with devices and is used for the long-term maintenance and device operation.
AssetView is not restricted to just displaying error messages from the device, but it can take
devices through test sequences, record data, plot charts and analyze them providing a much more
sophisticated failure analysis.

Another important characteristic of the AssetView is the web technology based architecture. The
user interface is the Internet Explorer web browser and it can be used on any Windows platform.

Since there will always be a mix of instrument brands in a plant, it is important to have a
maintenance tool that is independent of the device manufacturer. The same single software must
support devices even though these come from different manufacturers.

The device manufacturers know best what information to display, and how to present it for the user
to get the best out of their device. The device manufacturer is the ideal candidate to make pages
available for their devices, incorporating their knowledge and visualization characteristics, and
keeping them up to date with the latest features and capabilities. That's the proposal of AssetView:
to allow the manufacturers to develop the devices' home pages.

AssetView software is network enabled and allows the user to tap into the information of the
devices, indicating the condition of any device at any time, so that users can have a complete
overview to picture the status of the entire plant.

The AssetView HMI manuals describing the identification, configuration, calibration and other
device pages are available at the Smar Web Site: http://www.smar.com.br

This product is protected by U.S. patent numbers 6,631,298; 6,725,182 and other U.S. Patents
pending.
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Section 1

INSTALLATION AND CONFIGURATION

Installing AssetView with System302 version 7.0.x or higher

If you are installing AssetView with System302 version 7.0 or higher, please refer first to the
System302 Installation Guide available in the System302 Documentation and follow the
instructions to complete the installation and configure your system.

Then, refer to the steps described in subsections After the Installation and AssetView Initial
Settings in this manual, and configure specific system settings to execute AssetView properly.

Installing AssetView with System302 Version 6.1.x

Before installing AssetView with System302 version 6.1.X, you must have already installed some
essential applications that support Smar software.

Installing Internet Explorer 6.0 or higher
The Internet Explorer installation file is located at the folder ToolsS\IE6, in the System302 CD.

Run the application le6setup.exe and follow the instructions in the dialog boxes to complete the
installation. It will be necessary to restart the computer after the IE installation.

Installing IS on Windows XP or Windows Server 2003

Install the Internet Information Services (IIS), version 5.0 or higher. The IIS is a Windows Add-on
Component. Place the Windows CD in the CD-ROM drive. Open the Control Panel and double-
click the Add or Remove Programs application.

In the Add or Remove Programs window, click Add or Remove Windows Components on the
menu on the left. The Windows Components Wizard dialog box will open.

e  On Windows XP, mark the item Internet Information Services (lIS) and click Next. Follow
the instructions to complete the 1IS installation and click Finish.

Windows Components Wizard

Windows Components
‘f'ou can add or remove components of Windows =P,

To add or remove a component, click the checkbox. A& shaded box means that only
part of the component will be installed. To see what's included in a component, click
Dietails.

Components:

8 Intemet Explorer
?"5 Interet Information Sel

noME |
L

Oa Eﬂ] M anagement and Maonitoring Toolz 20MEB
[ = Meszage Queling n.0ME
1 MSN Funlnrer nmn =

Description:  Includes Web and FTP suppart, along with suppart for FrontPage,
trangactions, Active Server Pages, and databaze connections.

Total dizk space required: 5E.2 MB Dtails |
Space available on disk: 876.4 ME

< Back I Mext » I Cancel |

Figure 1.1. Installing IS on Windows XP
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e On Windows 2003 Server, select the item Application Server and click Details. In the
Application Server dialog box, mark the items ASP.NET and Internet Information
Services (lIS) and click Ok. In the Windows Component Wizard, click Next and follow
the instructions to complete the installation. Click Finish to conclude.

Application Server ﬁl

To add of remove a component, chck the check box & shaded box means that anly pait
of the component will be instaled. To see what's mcluded in a component, click Detals.

Subcompanents of Application Sesver:

e oome 9
¥ By ASPNET 0OME
[w] @Enable nebwark. COM + access 0.0OMB
[] fﬂEnuHs relwartk DTC access 0.0 ME
v %Inturne& Infamaton Sernces [IIS) 233MB
[] = Message Queuing EGME
Descriptione  Microsoft Management Conzole Snap-in for the Apphcation Servet
administrative interface.
Total digk space required: 0.0 ME [Tetans |

Space avalsble on disk: 4639.0 ME

ok | cemel |

Figure 1.2. Installing IIS on Windows 2003

IMPORTANT

If IS was already installed in the machine but the ASP.NET was not installed, it will be necessary
to remove 1IS and install ASP.NET together with IIS.

In this case, open the Application Server dialog box and unmark the item Internet Information
Services (1IS). Click Ok and click Next on the Windows Components Wizard window. Follow
the instructions to uninstall IIS.

Then, open the Windows Components Wizard window again, select the item Application
Server and click Details. Mark the items ASP.Net and Internet Information Services (IIS), click
Ok and follow the instruction to complete the installation.

To check if the installation was successful, open the Internet Explorer window and type the machine
name or “localhost”. The Internet Information Services page should be loaded.

Installing AssetView

IMPORTANT

To install AssetView, the user must be logged on as the Administrator or a member of the
Administrators group.

If AssetView will be installed in a domain, the user installing the software must have
administrator rights to access the domain.

Place the System302 Installation DVD at the DVD-ROM driver. The Installation dialog box will
automatically open. Click Install SYSTEM302.

Follow the instructions in the dialog boxes, providing the necessary information during the
installation.

Make sure to select the Custom installation mode. In the Select Features dialog box, check the
option AssetView from the list of applications available:

1.2
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SYSTEM302 Enterprise Automation E

5elect Features
Che f

g Spstern302

-] Documentation

|| DeviceSuppart

| BlockSupport
Spscon

-] Interfaces

(v FigldD evices
[ FCVigw
-] Thiview

21
-] Studio302
~[]ProgTaool
[ MetCorf
] Taglist
[[] LogicView

InsterliShield I ¢ Back H Mest ‘ [r——

Figure 1.3. Installing AssetView

It will be necessary to restart the computer after the installation is complete.

IMPORTANT

If a database application is not located during the AssetView installation, the MSDE database
will be automatically installed.

If any error message appears during the AssetView installation and configuration, please refer to
the section Known Problems and Limitations for details on how to manually configure the
system.

AssetView Licensing

AssetView Server requires a HardKey to run properly. A specific number of field devices will be
managed according to the license option select by the user.

The following table shows the license types available according to the maximum number of field
devices installed on the plant.

Note that if there are more than 200 instruments, it will not be possible to use the MSDE database,
only the SQL Server database.

Option Number of Devices Database Required
1 25 MSDE or SQL Server
2 100 MSDE or SQL Server
3 200 MSDE or SQL Server
4 300 SQL Server
5 400 SQL Server
6 500 SQL Server
7 750 SQL Server
8 1000 SQL Server
9 1500 SQL Server
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A 2000 SQL Server
B 2500 SQL Server
C 3000 SQL Server
D 4000 SQL Server
E 5000 SQL Server
F 7500 SQL Server
G 10000 SQL Server

Connect the HardKey to the parallel port or USB port in the machine. Then select Start > Programs
> System302 and click Get License.

x
— Softkey
License Code:  |3365389313
$pscon ILicensed to 4096 Blacks |Hemm|
DF| OLEServer ILicensed to 403 Blacks Flemmove |
Logichiew ILicensed Remove |
Studio ILicensed te 10000 [kems ., |
Simulator ILiCEﬂSEEI Remave |
Generate FaxBack | Grant License Keys | ze DERMD Keys |
—Hardkey
1 Hardkeylz) connected Details |

E =it |

Figure 1.4. Checking the HardKey

On the Get License application, Hard keys are automatically detected. Click the button Details to
open the diagnostic report about Hard Key(s). Click Exit to conclude.

If an error message appears during the test, check if the Hard Key is connected properly and if
you have a valid license.

After the Installation

Remember that it is necessary to restart the computer after the installation is complete.

AssetView supports MSDE and SQL Server versions 2000 and 2005.

Configuring the Windows Firewall

The following steps are not required for System302 versions 7.3.4 SP1 or higher. See the
SYSTEM302 Handbook (GetStarted) for further information.

If the Windows Firewall is enabled, add the port 80 used by AssetView to the exception list:
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1. Open the Windows Control Panel and double-click the option Windows Firewall.
2. The Windows Firewall dialog box will open. Click the Exceptions tab:

= windows Firewall x|

Gereral  Exceptions | Advanced I

‘windows Firewall iz blocking incoming netwark. connections, except for the
programs and zervices selected below. Adding exceptions allows zome programs
to work better but might increase wour security rigk,

Frograms and Services:

Mame | :I
MSM Messenger 7.5

Mavicat

Femate Assistance

[ Remote Desktop

Skype

SmarStudioBridgeProsy

SNTP

Syscon for Windows[Th) NT . 2000 and %P
UPnP Framework

‘windows Messenger

Add Program... Add Port... l}l Edit... Delete

V¥ Display a notification when ‘windows Firewall blocks a program

‘what are the risks of allowing exceptions?

()8 I Cancel I

Figure 1.5. Configuring the Windows Firewall

3. Click the button Add Port.

4. Onthe Add a Port dialog box, type Web as the port name and type 80 for the port number.
Select the TCP protocol and click Ok to conclude.

x

Use these zettings to open a port thraugh 'Windaws Firewall. Tao find the port
number and protocol, consult the documentation for the program or service you
want ba use.

I anne: IWE'3

Part number: ISD

&= TCP " UDP

wihat are the risks of opening & port?

Change zcope... | (1]4 I Cancel

Figure 1.6. Configuring the Port 80

5. Click Ok on the Windows Firewall window to conclude.

Configuring the DCOM Properties Manually

Advanced security properties from Windows XP SP2 and Windows Server 2003 SP1 must be
configured to enable the communication between AssetView and System302 components. For
operating systems Windows 7, Windows Server 2008, or higher refer to SYSTEM302 Handbook
(GetStarted) for further information.

On the Start menu, click Run, type dcomcnfg and click Ok. The Component Services window will
open. On the left panel, select Component Services > Computers > My Computer.
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Right-click the icon My Computer and select the option Properties. On the My Computer

Properties dialog box, select the Default Properties tab and check if the option Enable
Distributed COM on this computer is marked.

Select the COM Security tab. Click Edit Default on the Access Permissions area. The Access
Permission dialog box will open:

Access Permission ﬂ
Drefault Security |
Group or uzer names:
A
€7 SYSTEM
Add... I Remaove |
Permizzions for SELF Allowe Deny
Local Access O
Remote Access O
aK I Cancel |

Figure 1.7. Configuring the Access Permission

Click Add and include the user ASP.NET and the following groups: Administrators, Users,
Interactive, System, Engineer, AssetViewGuest. See the example in the figure below:

Select Users or Groups | 2]

Select this object type:

IUsers, Groups, or Built-in security principals Obiject Types..

Frann this location:
IJULIANA

Locations. ..

Enter the object names to select [examples):

JULLAMNA WS dminigtrator ; JULLANA A zsefiewEuest ;
JULlAMAMERgineer; [MTERACTIVE ; JULIANAWSPRET

Check Mamez

P

Advanced... | Ok I Cancel

Figure 1.8. Adding Users and Groups

Click Ok to return to the Access Permission dialog box. For each user and group added, select its
icon and mark the Allow column for the options Local Access and Remote Access.
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Access Permission ﬂ E

Drefault Security I

G[DUD ar User names:

ﬁ Administrator [JULIAMANADmimistrator)
ﬂ ASPMET Machine Account [JULIANANASP

£ (LN ]
m Engineer [JULIAMNANE ngineer]
mlhl'rl-nﬁi"'rl\n'l' hd
4 | B
Add... | Remove |
Permizzions for AszetiewGuest Alla Deny
Local Access a
Remote Access a

Ok I Cancel |

Figure 1.9. Local and Remote Access Permissions

Click Ok to return to the My Computer Properties dialog box. Then, click Edit Default on the
Launch and Activation Permissions area and repeat the steps described above to add the same
user and groups, allowing the permission for Local Launch, Remote Launch, Local Activation,

and Remote Activation.
Launch Permission E
Default Security |

[Group o uger names:

ﬂ Adrainistrator [JULIAMANADministrator)
!ﬁ Adrinistrators [(JULIANANADministrators]

[ 5] 55P NET Machine b, W5 ]
!ﬁ AzsetviewGuest (JULIANAN Azt iewG uest)
W I AR AL e hd
4| | »
Add... | Remave |
Permizsions for ASP.MET
Machine Account Al Deny

Lacal Launch
Remaote Launch
Local Activation
Femate Activation

EEEE
OoOooo

oK I Cancel

Figure 1.10. Launch and Activation Permissions

Click Ok to return to the My Computer Properties dialog box and click Ok again to conclude.

AssetView Initial Settings

On the Start menu, select Programs > System302 > AssetView > Installation Guide. The
AssetView Welcome Screen will open.

1.7



AssetView 4.2 - User's Manual

When you run AssetView Server for the first time, the AssetView Welcome Screen opens to
guide the user while configuring the system.

2]
Welcome to AssetView t
Follow these steps and get ready to use AssetView sys Em

" Create Database 6@9

" Database configuration file (Asset¥iew.udl)

The Asset¥iew database is not configured. AssetV'-ew

" User Permission Juliana Biase
" Email Server none
" OPC Server

" configure Area

Launch Smar Asset¥iew Server

Figure 1.11. AssetView Welcome Screen

The Welcome Screen indicates the status of the AssetView installation. For example, if the user is
executing the application for the first time, the Welcome Screen indicates that the database is not

configured.

If an error message appears indicating that the HardKey is not valid, check if it is connected properly
and if you have a valid license. See section AssetView Licensing for further details.

Use the links in the Welcome Screen and follow the instruction in the sections below to configure
the computer to run the AssetView and AssetView Server applications.

IMPORTANT

When installing AssetView in a domain, the groups Engineer and AssetViewGuest are created
in the domain server machine and all other users must be created in the same machine. The
message in the figure below appears when AssetView is executed for the first time, when the
Welcome Screen appears:

Welcome to AssetView s stem
Follow these steps and get ready to use AssetView y

T Creating Database

In this case, make sure the user with administrative rights runs AssetView for the first time to
execute and complete the necessary initial settings.

“ Database configuration file (AssetView.udl) none

~ User Permission none

¥ Email Server

" OPC Server

" Launch Smar

assetview .|

-
1 ) The Groups will be created in the Domain Server!

. AT
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Creating the Database

Run this procedure in the machine that hosts the database server to create the AssetView
database.

It is not necessary to install System302 and the database on the same machine, because the
AssetView Server can remotely access the database. The SQL Server can be installed in any
computer that communicates with the AssetView Server.

IMPORTANT

The database for AssetView version 4.1 or higher is not compatible with previous AssetView
versions. When creating the database, the history of all registers and operations will be deleted.
For further information on how to keep the database history from versions previous to AssetView
4.1, contact your Smar representative.

To create the AssetView database, the user must be logged as the Administrator or a member
of the Administrators group.

In the Welcome Screen, click the link Creating Database. The Configure SQL Server Database
dialog box will open:

¢ Configure SQL Server Database

~ Makes

1] MAKE SURE THE SERWER EXISTS AND IS WORKING
PROPERLY

2] THE SGL SERYER WERSIOM MUST BE 2000/2005

~ Select the databaze zerver

*OUR_SOLSERVER_NAME |

|

Figure 1.12. Configuring the SQL Server Database

Select the AssetView database server from the drop-down list and click Create.

If the database already exists in the selected server, a message box will open asking if the user
wants to create a new database. Click Yes and all existing data will be deleted.

Wait a few seconds until the message box opens alerting the user that the database was created.
Click Ok to close this dialog box:

Confgure SQL Server x|

@ Successtully Finished creating 0L Assethiew Database!

Figure 1.13. Creating the SQL Server Database

If the database was not created properly, check the SQL Server configuration and the user login
information.

Click Close to conclude the database configuration.
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Creating the Remote Database

Follow this procedure to create the AssetView database in a dedicated machine, that is, in the

remote computer where all database information will be saved.

Locate the AssetView installation folder. The default path is “C:\Pro
Copy the folder SQL Server Support to the remote machine and
double-clicking its icon.

gram Files\Smar\AssetView”.
run the file SqglServer.exe,

Select the database server from the drop-down list and click Create. When the database is created,

click Close to conclude.

Database Configuration File

Now check if the database connection is configured properly. In the Welcome Screen, click the link
Database Configuration File. The Data Link Properties dialog box opens.

EZ Data Link Properties
Provider Connection |Advanced| All I

Specify the following to connect to SHL Server data:
1. Select or enter a server name:

IServerName j Refrash |

2. Enter information to log on to the server:
& Uze windows NT Integrated security
" Usge a specific user name and password:

Wz name: Isa

Fagsiwond: I
I~ Blark password I Allowsaying password
3, (% Select the database on the server:
I.&sset\u’iew j
" Attach a database file as a database name:
IAssetView

Wsing the filename:

| _
Test Connection |

0k I Cancel I Help

Figure 1.14. Connecting to the SQL Server Da
At the Connection tab:

1. Select the name of the SQL Server.
2. Choose the log on mode.

3. Select the AssetView Database on the server.
If the database was created in the remote machine, make sure
remote server.

tabase

to select the name of the

4. Click Test Connection and wait for the message confirming the test succeeded:

Microsoft Data Link |

@ Tesk connection succeeded.

Figure 1.15. Testing the connection

Click Ok on the Data Link Properties dialog box to conclude.
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User Permission

In the Welcome Screen, click the link User Permission to open the Local Users and Groups
window.

Only the AssetView administrator can configure the access level. The access control of AssetView
uses the Windows authentication, and for this reason the AssetView administrator is the
administrator of the machine where the System302 was installed.

#5Local Users and Groups M= 3
J Ackion  Wiew |J¢' -’|||@
Tree I ame | Diescription |
@ Lacal Users and Groups (Local) E!' Administrators Administrators hawve complete and u...
o (23 Users Backup Operators Backup Operators can override sec,..
a Groups Guests Guests have the same access as me...
Power Users Power Users possess most administr, .,
gReplicator Supports file replication in a domain
Users Users are prevented Fram making ac...
M3 fssetviewGuest
Engineer

Figure 1.16. Local Users and Groups Window

Users added to the Engineers Group will have permission for writing and reading information from
the server. Double-click the Engineer group to open the Engineer Properties dialog box.

Click Add and select the user(s) to be included in the Engineer group. Click Ok to confirm and
conclude this procedure.

Users added to the AssetViewGuest group will only have permission to read information from the
server. Double-click the AssetViewGuest group to open the Properties dialog box.

Click Add and select the user(s) to be included in the AssetViewGuest group. Click Ok to confirm
and conclude.
Email Server

In the Welcome Screen, click the link Email Server to configure the SMTP Server address. The
Mail Options dialog box will open:

Mail Options E3
Smitp Server Imail.smal.com.br Smtp Port |485

TimeDut [ms] |100 UUze Authenticate Mode? IYes 'I

Azzetfiew Emall Account Iiubiase@smar.com.br

Azzetiew Email Pazzword I ******* v SSL

ak. Cancel

Figure 1.17. Configuring E-mail Options

1. Type the name or the IP address of the e-mail server in the SMTP Server box.

2. Configure the maximum idle time, in milliseconds, for the communication with the e-mail server
in the TimeOut box. It is recommended to use a value 10 times bigger than the server's
response time.

3. Configure the e-mail account for AssetView.
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4. If the e-mail server requires authentication, select Yes in the Use Authenticate Mode box and
type the password for the e-mail address in AssetView.

5. If the mail server uses the SSL protocol, check the option SSL and type the corresponding
number for the SMTP port, on the SMTP Port box.

6. Click Ok to save the changes and close this dialog box.

Some e-mail servers may require a Domain and User name instead of the email address to
configure the AssetView Email Account field.

Configuring the Communication

In the Welcome Screen, click the link OPC Server to configure the communication interface. The
Communication Settings dialog box will open:

A~ Communication Settings =]

Server [d:

Smar. DfidleS erver,

Server Contest

" |nprocess " Remote
i Local Al

] Cancel

Figure 1.18. Configuring the Communication

Select the communication server from the list of available servers. Click Ok to conclude.

Selecting the Topology Configuration

In the Welcome Screen, click the link Configure Area to select the project configuration that will be
used by the AssetView Server. The Areas dialog box will open:
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areas x|

— Current Area

Mame: Mot configured... HSEAlarms

Path: Mot configured...

— Others Areas

Mame | Fath | Computer |

Cloge |

Figure 1.19. Areas dialog box

Click the combo box on the upper right corner on the Areas dialog box to select the configuration
from the list of configurations available and click Ok.

If the desired configuration is not listed on the combo box, click the button ... as indicated in the
figure above and the Open dialog box will open. Browse the folders to locate the configuration file
with the extension .ffp. Select the file icon and click Open to import the plant project configuration to
the AssetView Server.

Open ﬂﬂ
Lack ine | () PROJ_AY 5 e @k E-

My Documents

™
Iy Computer
| File niame: [PROJ_av fip =l Open |
’ Files of tpe: IProiects [*ffp] j Cancel |
[ Open as read-only
4

Figure 1.20. Selecting the configuration file

From System302 version 7.0.x on, project configuration files are managed by Studio302. Those
files are saved in the corresponding project folder, in a common directory. The default path to
project folders is C:\Program Files\Smar\ConfigurationWorkspace\Client\CWFiles\System302.

A message box will open indicating the topology was stored in the database.
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Installation guide m

Ll
\!}) The Area [ PROI_AN] was successfully stored on database!

Figure 1.21. Selecting the configuration file

Click Ok to return to the Areas dialog box and click Close to conclude.

Now the system is ready to execute the AssetView Server and navigate on the AssetView devices’
pages.

Click Launch Smar AssetView Server to start AssetView Server. The following sections on this
manual will describe the AssetView Server interface and how to navigate the pages available for
the field devices
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ASSETVIEW SERVER

The Smar AssetView Server runs transparently to the user. The AssetView Server monitors the
devices, controls the number of devices monitored and grants permissions to users.

Before initializing the AssetView Server, it is necessary to:
1. Create the device configuration using Syscon.
2. Export the tags.
3. Initialize the communication using Syscon to check if the settings are correct.
4. Check if the Online Characterization window shows the parameter values in Syscon.
It is not necessary to keep the Syscon window open while executing the AssetView Server.

Remember that Syscon and AssetView can be installed separately, on different computers. Refer
to the Syscon User’s Manual for details about project configurations.

Starting AssetView Server

Using System302 Version 6.1

To open the AssetView Server window, click Start > Programs > System302 > AssetView >
AssetView Server:

E Smar Frocessiyiem *

I Smar WebHMI »

I Startup 3 .

B Systemanz Pl Assetview (9 Assetview Areas

I WinRAR » ) PROFIBUS Configurator » [PEgER R

é Internet Explorer @ Studin302 3 Assetiiew, udl

L""f] Outlook Express I Tools b g AWTerminal

.. Remote Assistance @:l Getting Skarted @& Backup AssetView Database
&9 Windows Live Messenger @'] Readme %. Inskallation Guide

@ ‘windows Media Player | 4 SalServer Create Database

Figure 2.1. Initializing the AssetView Server

Using System302 Version 7.0.x

From the Start menu, select Programs > System302 > Studio302 and click Studio302, as
indicated below:

|) Smar Process\iew 3

) Smar WebHMI »

I Startup »

W System3n2 T Assetiisw 3

) webHmM » |7 PROFIBUS Configurator  »

) WinRaR M Studiosoz H e Studio3nz k

¥ I Tools » Studio. udl

@] Getting Starked i Swstem Configuration
:E'] Readme |

Figure 2.2. Starting Studio302

Click the button //@on the Studio302 toolbar and the following dialog box will open:
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% Gystem302 Studio - Asset¥iew

AssetView /f.'

Choose the action

,G Asset¥iew Web Browser

,f’ Asset¥iew Server

Close Help

Figure 2.3. Initializing the AssetView Server

Click the option AssetView Server to execute this application. The following figure shows the
AssetView Server window:

| Smar Asset¥iew Server

version 4.2

User

Open Topology Register Tracking

Device List
[ Registered | Monitored | HIRT Block Tag | Bridge [ FF Chanrel |

[ Protocal [ [ Type

TAG [

Event Log Clear
| Block Tag [ Protocol |

Date and time | Message | Device Tag

OPC Server: Smar.DfiDleServer.0 Emal Server: Not Configured Scheduling Service: Started License: Registered:0/Allowed:9999 Datshase: Connected (JULTANA'LSMAR2005)

Figure 2.4. AssetView Server Interface

At the bottom of the AssetView Server window, the status bar indicates the configurations made by
the user at the AssetView Welcome Screen, when the tool is executed for the first time. This
means that the status bar indicates the OPC server selected for the communication, the e-mail
server, the number of licenses available according to the number of the devices registered in the
AssetView Server database, and also indicates if the connection to the database is active.

Selecting the Topology

Click Open Topology on the main menu to read the configuration from the Syscon file selected on
the Welcome Screen, which was configured when AssetView is executed for the first time.

Wait a few seconds while the information from blocks and devices are read from the configuration
file and from the communication network, in case the configuration has HART devices.

To read information from another project configuration, it will be necessary to create the database
again and include the configuration file, at the AssetView Welcome Screen. Refer to the section

Selecting the Topology Configuration for details.
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Registering Devices

When executing AssetView Server for the first time, there are no devices registered in the
database. Registering a device implies the parameter values from this device are read and stored in
the database, and after that it is possible to monitor maintenance and diagnostic events, for
example.

On the main menu, click the option Register to open the List of Devices dialog box.

List of Devices

Register [15] | Select Al | Clear selection | Register Time Out [minutes] : Cloge |
Tag | D I Manufacturer | Type I Bridge | FF Channel | Details] I Protocal |
0003020008 SMAR-DFE1:207 DF&1 Yes FF
T T N [
0003020010:5MAR-DC302:1378001 27 SMAR DC30z DFI 367 Fieldbus 11 No FF
0003020005:SMAR-FI202 006801691 SMAR FI302 DF 367 Fieldbus 14 Mo FF
0003020004 SMAR-FP302.007801017 SMAR FF302 DFl 367 Fieldbus 14 Mo FF
0003020002:SMAR-TT 302:004803166 SHAR TT302 DFl 367 Figldbus 14 No FF
0003020008 SMAR-DT302:000804483 SMAR DT302 DFI 367 Fieldbus 14 Yes FF
0003020001:SMAR-LD 3022000804818 SMAR L0302 DF 367 Fieldbus 14 Mo FF
0003020003 SMAR-IF302-004804435 SMAR IF302 DF 367 Fieldbus 14 Mo FF
000302000b: SMAR-TP302:000803712 SHAR TR302 DFl 367 Figldbus 14 No FF
0003020020:5SMAR-FR 302: 245800012 SMAR FR302 DFI 367 Fieldbus 14 Mo FF
0003020002:SMAR-TT 302004805865 SMAR TT302 DF 367 Fieldbus 14 Mo FF
000302000e:SMAR-DT302:000812339 SMAR DT302 DF 367 Fieldbus 14 Mo FF
000302000k SkAR-TP302:000203792 SMAR TR302 DFl 367 Figldbus 14 Yes FF
0003020000 5MAR-LD2592 SMAR LD 232 DFI 367 Fieldbus 14 Yes FF
0003020004:SMAR-FP302:007801685 SMAR FP302 DFl 367 Fieldbus 14 Mo FF
— Register Device Details : Murber of Deviees——————————————————
D evice iz ready o be registered, Uploaded e lIl
Urregistered: License l:l

Figure 2.5. List of Devices

Text displayed in orange means the device can be registered but some restrictions apply. Missing or
outdated information are indicated in the Register Device Details text box, at the bottom of the
dialog box. Select the device on the table to display the details about the status.

Mark the devices to be registered in the database. To select all devices, click the button Select All.
To unmark all devices, click the button Clear Selection.

The procedure to register the devices has a time limit variable and its default value is 3 minutes.
This value can be edited in the Register Time Out box. When the idle time interval defined by the
user expires, the register procedure for the instrument being registered is aborted.

Click Register to start registering the selected devices in the database.
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IMPORTANT

For Smar's Fieldbus devices, it is recommended to use the firmware version 3.46. Some
parameters and methods may not be available for devices with other firmware versions. The List
of Devices dialog box indicates the functionalities missing in the selected device:

List of Devices

Register [15 ] | Select All | Clear selection Reaister Time Out [minutes] Cloze
Tag | D | Manufacturer | Type | Bridge | FF Channel | Details) | Pratocol |
D% DFI-307 0003020008:5MAR-DFS1:307 SHAR DFs1 es FF
% DFI 367 0003020008:5MAR-DFS1:367 SMAR DFS1 Mo FF

000302001 0:5MAR-D 3021 37800127 SMAR D3z DFI 367 Fieldbus 11 Mo FF
(000:30200085: 5MAR-FI:302: 006801631 SMAR Flanz2 DFI 367 Fieldbus 14 Mo FF
0003020004:5MAR-FP302:007801017 SMAR FPa02 DFI 367 Fieldbus 14 Ma FF
0003020002:5MAR-TT 302004803166 SMAR TT302 DFI 367 Fieldbus 14 Ma FF

0003020001:5MAR-LD302:000804818 ShAR LD302 DFI 367 Fieldbus 14 Mo FF

0003020003:5MAR-IF302-004804435 SMAR IF302 DFI 367 Fieldbus 14 Mo FF
000302000b:5MAR-TP302: 000803712 SMAR TR302 DFI 367 Fieldbus 14 Mo FF
0003020020:5MAR-FR 302243800012 SMAR FR302 DFI 367 Fieldbus 14 Mo FF
0002020002:5MAR-TT 302004805865 SMAR TT302 DFI 367 Fieldbus 14 Mo FF

000202000 SMAR DT 02000812339 | SMAR DT302 DFI 367 Ficldbus 14 Mo FF
0002020008 5MAR TPIZ000809732 | SMAR TPI02 DFI 367 Ficldbus 14 Ves FF
0002020000:5MAR L0252 SMAR Lozaz DFI 367 Ficldbus 14 Ves FF
0003020004:5MARFPA0Z007A01685 | SMAR FPa02 OFI 367 Fildbus 14 Mo FF
m ~ i s

D revisian i wrang. T he mast recent one wil be used instead, i _
I¥lag follwing block. i missing - TRD Uptlemes Registerect [ 0|

Urregistered License |:|

AssetView can monitor HART devices using the Smar HI302 - HART/Foundation Fieldbus
Interface. It is necessary to update the firmware version to 0601 (6.01 or higher) and create the
blocks configuration for the HI302. Please refer to the HI302 User’'s Manual (Chapter 3) for
further information.

The current AssetView version supports the devices FY301, LD301, TT301, DT301, TP301 and
FY400. Other HART devices will use a generic page, as well as the devices from other
manufacturers.

If a device selected to be registered does not have all required blocks or has an old firmware
revision, the device will be registered in the database but some functionalities, such as calibration
and diagnostic methods, may not be available.

The example on the figure below shows the dialog box that will appear while the instruments are
being registered:

Registering: 01 of 15- {0 %}

Device Tag  DF| 367

Device D 0003020008;5MAR-DFS1: 367
Manufacturer  SMAR

Device Type  DFS1

Protacal Fieldbus Foundation
abot | skio |

|
Block. I Farameter I
1aG.D

TRDREDA SOFTWARE_MAME
TRDREDA RED_ROLE_L
TRDREDA RED_STATE_L
TRDREDA RED_SvMC_STATUS_L
TRDREDA RED_ROLE_R
TRDRED RED_STATE_R
TRDRED RED_SYMC_STATUS_R
TRDRED RED_BAD_COMDITIONS_L
TRDREDT RED_BaD_COWNDITIONS_R
TRDREDA ST REV

Figure 2.6. Registering devices
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Tracking

If the selected devices have Maintenance Templates, AssetView Server will register these
maintenances after registering the blocks. See section Maintenances Templates for details about
the AssetView Maintenance Wizard.

Maintenance

Programming Maintenance.__Pleaze wait

Figure 2.7. Programming Maintenances

The Register Report window will open indicating if the instruments were registered with success.
See the example below:

Register Report

Summary: &3 (1) [2]

001 D232 it
0003020001 :5MAR-LD 302 800570 Register imeout expired DFI-734
0003020002:5MAR-TT302:5410 Register timeout expired. DFI-734

be available).

1| | |

Start Tracking

Figure 2.8. Details Window

Click the button Start Tracking to start monitoring and tracking the devices. Refer to the section
Tracking for further details.

The Tracking option initializes the monitoring of the devices registered in the database, storing the
changes of the parameter values in the historical information.

On the main menu, click the option Tracking. AssetView Server starts monitoring the information
from the Fieldbus network and the Tracking window displays the information about the devices
being monitored.
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& 5mar Assetview Server —1a| x|
Open Topology | Register Tracking user Version 4.2 Build 4

m Thumbnails

OnOPCDA: 25 Good: 25

Clear

Date and time: \ Message \ Device Tag | Block Tag | Pratacol | ;l
7A0/2009 10:37.02 Mumber of Hart devices found on topology : B

7A0/200910:37.04 [Task Control] Starting Task Contral...

7/10/2003 10:37:04 [Task Control] Starting OPC DA Servers.

7A0/2009 10:37.08 [Task Contral] OPC D& Server [Smar.Dfi0leServer. 0] successfully connected,
740/200910:37.08 [Task Control] Building OPC DA items contral...

7/10/2003 10:37:08 Caonnecting parameters to DA Server. Check the "Startup Progress’ an the status bar.
70,2009 10:37.09 [Tracking Service] Starting Tracking Service...

7410/200910:37.09 [Diagrostic Service] Starting Diagrostic Service..

7/10/2009 10:37:29 [Tracking Service] Tracking Service successfully started

7A0/200910.37.31 [Diagrostic Service] Diagnostic service successhully stated.

OFC Server: Smar.Dfi0leServer.0 Emai Server: Not Configured Scheduing Service: Started License: Registered:3/Allowed:9999 Databass: Connected (bechuate',smar2005)

Figure 2.9. Tracking results

Devices must be registered in the database and online on the Fieldbus network to be monitored.

Tracking Failings

If a device is displayed in the Tracking window with a red X on its icon, it means that the device is
not being monitored because of a failure in the communication.

A typical example of a communication failure occurs when the device goes offline and returns to
online mode after a short period of time. The system automatically detects when the instrument
starts communicating again. The monitoring process is restarted and the device icon in the
Tracking window is restored to its normal state.

Right-click the device icon and select Failing Reason to see the details about the tracking fail. This
option is also available in the device popup menu, in the Device List window.

. Device Falling Reason [ %]

Device D [0003020020:5MAR-FR302 249500013 |

Device Tag: [FR302_TESTE |

Falling Reazon ;

ST_REV_FR30Z_TESTE_DIAGTRD B
ST_REY_FR30Z_TESTE_DO-1
ST REY FR302_TESTE DO-2
ST_REV_FR30Z_TESTE_SOFID

Figure 2.10. Failing Reasons

To stop tracking the devices, it is necessary to close AssetView Server. In the Topology menu,
click Exit.
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Managing Devices in the Database

You can check the list of devices registered in the database or remove a device register from the
database. The Devices List dialog box has two view modes that can be selected clicking the
buttons Details and Thumbnails on the upper right side of the window.

Open Topology Register

Tracking

Device List

TAG [1Ip | Frotocal | | Toge | Registered | Mondored | HIRT Block Tag | Bridge | Fremmee———"" -
@ Bridge & 0003020008 SMAR-DFS1.666 Fieldbuz SMAR DFS1 No No MNé

@ OF351 0003020008 SMAR DFS1:305 Fieldbus SMER DFS1 No No N

& Ol 3857 003020008 SHAR DFS1 367 Fielbus  SMAR DFS1 No No NA

3 WESTLOCK SPAT4I0NN Westock  ADDODT&11 Fielbus | WESTLOCK | FPACV.. | No No NA DFI 367 Fieldbess 13

' 0003020001 SMAR-LDE02:000 Fieldbass 13

@ IF 302 0003020003 SMARAF302-0048048455 Fieldbus SMoaR IF302 es ew Ma DF 367 Fieldbuss 13

@ 1LPSVPOOST D051 006000F iz hea DV CODG020621 3048 Fieldbuz Ficher Conir DVCBD. No No M DFI 367 Fieldbus 13

@ 0T 302 0002020002 SMAR OT302 00021 2323 Fialdbus SMAR D1202 Yes Yes A OF 367 Fieldous 12

B 000302000D:SMARLD292 Fiekbus | SM&R D292 | No No NA DFI 367 Fieldoess 13

@ P ae 0003020004 SMAR FP02007601685 | Fiekbus  SMAR FPI0Z | Mo Ho A DF| 367 Fieldbess 13

@ ocaoz 0003020010 SMARDCI02Z 17800127 Fiskbus  SMAR D32 Mo No Na DFI 367 Fieldbess 14

@ F1-3021 0003020005 SMAR FI202:006801 631 Fieldbus SMER Fl302 Ho No MHa DFI 367 Fieldbus 18 e
@ FP-202AY 0002020004:SMAR FP202:00780M017 Fieldbus SMER FP302 No No M DFl 367 Fieldous 16

& 1 00030200025MAR TTI02004800165 | Fiekbus | SMAR HET No NA DFI 367 Fieldoess 16

& FRA021 0003020020 SMAR FAI0Z243B00061  Fiekbus  SMAR FRIZ Mo No NA DFI 367 Fieldbess 16

[GEG) 00711513051 092601082020-070000150  Fiekdbus  Riosemound .. | 3051 No Ho M DF| 367 Fieldbwss 16

B TRanay AONAMNNR SMAR-TPIN2 NNNEET1 > Fieakdhi iz SMaR TP Hn Mo Na MFl R7 Fisldrus: 16 ;I
On OPCDA: 25 Good: 25

Figure 2.11. Device List Dialog Box - Details View

The option Detils displays information about the devices, such as the manufacturer, device type and
protocol. Click the column header to sort the list of devices, toggling between ascendant and
descendent sorting.

The option Thumbnails shows only the devices registered on the database that are being
monitored.

Open Topology  Register Tracking

@3 @orae gron —————

OnCPCDA: 25 Good: 25

Figure 2.12. Device List Dialog Box - Thumbnails View
The devices displayed in this dialog box are configured in the Syscon file. The Tracking procedure
reads the information related to these devices from the database and from the Fieldbus Network.
See section Tracking for further information about monitoring a device.

You can manage the devices adding or removing their register from the database, according to the
number of devices allowed by the License Key to be included in the topology.

Unregistering Devices

On the Device List dialog box, right-click the device icon and select the option Unregister.
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Event Log

}3 Smar Asset¥iew Server

Dpen Topology Register Tracking User
| 1D | Frotocol |
0003020008 5MAR-DF51:666 Fieldbuz
0003020008 5MAR-DF51:305 Fieldbuz

0003020008 5MAR-DF51:367 Fieldbuz

5743430001 Westlock  A00001411 Fieldbuz

0003020001 5MAR-LD302:00080481 8 Fieldbuz

30 4F-1F3 435 Fieldbus

- 006000FisherCt/CONS0206213048  Fieldbus
Failing Reasan

d302000=:5MAR-DT302:000812339  Fieldbus

Figure 2.13. Unregistering a Device
The option Unregister is also available from the Thumbnails view on the Tracking window.

A message box opens to confirm the operation. Click Yes to remove the device register from the
database or click No to cancel. Another message box indicates to the user that the operation was
concluded with success. Click Ok to conclude.

The log with the events executed in AssetView Server is shown at the bottom of the AssetView
Server window.

i =
| Event Log Clear
Date and time: | Meszage | Device Tag | Block Tag | Protocol |

11

[3ething list of FF de- I 3
ogy: 15

1t 3 ' | |
15/4/2009 16:35.48 Murnber of FF devices found on topal

OPC Server: Smar.Dfi0leServer.0 Emai Server: Mot Configured Scheduling Service: Started License: Registered:0/Allowed:9999 Database:

Figure 2.14. Event Log window

In case an error occurred, it is indicated in red. Double-click the corresponding row in the Event Log
window to open the Error Message that provides information about the error.

x

Scope: CHartControl
Procedure StartH arthd onitaring
Q Error Description :  Failed to connect OPC Server. Description:
Ermor Humber : -21 47220988
1] | |

Figure 2.15. Error Details

Deleting the Event Log

Click the button Clear on the right side of the window to delete all the information in the Event Log
window.
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User Management

It is necessary to configure permissions for users to access the AssetView Server. Click User on
the main menu to open the dialog box:

Adding Users

Users

Group IEngineel j

|Jzer Mame

juli
IUSH_JULIAMA
Everyone

Auld Edt |  Dekte | Close

Figure 2.16. Users dialog box

Click the Add button to add a new user. The Add Users dialog box will open:

N o g~ DN

Group I j

Uzemame I

Descriptionl

Full Marie I

Pazzwiord I

Emal |

ak. I Cancel | E sizting >

Figure 2.17. Adding Users

Type the user name.

Type a brief description for the user.
Type the user's full name.

Choose a password for the user.
Type the user's e-mail.

Click Ok to conclude.

Select the group to which the user will be added: Engineers or AssetViewGuest. Users
added to the Engineers group will have permission for writing and reading information from
the server. Users added to the AssetViewGuest group will only have permission to read
information from the server.
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Adding Existing Users

On the Add Users dialog box, click Existing to open the list of users for the local machine:

Add User

Group IAsset\u"iewG uest

Usemame IGuest

Description I

Full Marme I

xxxxxxxxx

Pazsword I

Emal |

amar [D'amain Users)

0K Cancel | < Existing |

j Administrator [Domain Users)
Authenticated Uzers [Users)
brunabuena [Domain U zers)
clearcaze_albd [Domain Users)
daniel [Damain U sers)

daniels [Daomain 1 serg)
Domain Users (Users)

evandra [Damain Users)
ferracini (D omain Llzers)
:uest [Domain Llzers|
INTERACTIVE [Users)
krbtgt [Dornain Users)

Type the user's e-mail.
Click Ok to conclude.

A w0 D e

Editing User's Attributes

Only the e-mail address can be altered, it is not possible to change the user’'s name or password, for

example.

On the Users dialog box, click Edit to open the Add User dialog box and type the new e-mail

address. Click Ok to conclude.

Removing Users

Figure 2.18. Existing Users

Select the user name from the list of existing users.

Click the user’s name in the Users dialog box and click Delete.

A message box opens to confirm the operation. Click Yes to proceed and remove the user from the

group of AssetView users.

Another message opens to confirm whether the user should be removed from Windows. Click Yes
to remove the user from the operational system, or click No and the user will only be removed from

the group of AssetView users.

Select the group to which the user will be added: Engineers or AssetViewGuest.
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Section 3

ASSETVIEW AREAS

For many reasons, a large plant is usually divided into several areas. From the AssetView point of
view, each area is represented by one particular AssetView Server, which will be in charge of
registering all devices and keeping track of them.

AssetServer 1

®co u

Area3 | | AssetServer 3| Area4 | |Assetsaver 4|

Figure 3.1. Managing different areas

AssetView provides a Web page with links to all these areas, so the user can easily navigate
through these areas just by clicking a link. This Web page can be opened from any of the
AssetView Server machines as well as any other client computer (intranet/internet) that has a
browser installed. To achieve this functionality, follow the steps below to configure the AssetView
areas.

To open the AssetView Areas window, go to the Start menu and select Programs > System302 >
AssetView > AssetView Areas, as indicated below:

7] =mar Processyies »

IT) Smar WwebHMI ’

I Startup »

-@ WinFAR. L4 .@ PROFIEUS Configurakar  # ﬁ Assebview Server k
& Internet Explorer I studiasoz 4 Assetifiew,udl

(%) Outlook Express I Taoals v =2| avTerminal

. Remote Assistance @'] Getting Skarted ) Backup Assetwisw Databass
£ Windaws Live Messenger @'] Readme % Installation Guide

@ ‘Windows Media Player | 4 Sglserver Create Database

Figure 3.2. Initializing the AssetView Areas

The AssetView Areas window will open:
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€ Configure Areas =]

Area Help Close

Mame
B

Figure 3.3. Configuring Areas

Changing Areas Attributes

Select the area icon from the list of areas. On the main menu, select Area and click Change
Attributes. The Change Attributes dialog box will open.

€ Configure Areas M=l
fArea Help Close
Mame [P |
Prajectl JULIAMA
Change Attributes

Area Mame: IPlDiBCEU'I
AzzetServer IP address: IUULIANA

Change |

Figure 3.4. Changing Areas Attributes

At the AssetServer IP address text box, type the new IP address or the network machine name
where the devices from this area have been registered. Click Change to conclude.

Repeat the steps described above to change the attributes from other areas.

Opening the Areas Topology

Open the Web browser and type the web address to the Areas page: http://<server
address>/assetview/area.htm

IMPORTANT

The Areas page must be opened in the browser using the server address or the name of the
server machine where the areas were configured with AssetView Areas. The address is

indicated in the column IP corresponding to the area, in the Configure Areas window described
above.
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Click the expansion sign next to the plant icon to expand the tree and see the links to the areas:

3 - Smar Asset¥iew: Select Area - Microsoft Internet Explorer
File Edit “iew Favorites Tools  Help | :,'
A 918 ; L B
eBack - 6 - d @ ) | /.jSEarch \&\(‘ Favarites {:‘3| M= A #J
B> = ‘Links > -

Address I@ http:jflocalhostfassetview/area. htm

4

=2 T Plant

* Projectoi

-

w 9 o

AssetView.

smar
FIRST IN FIELDBUS

|€'| Done

LT Mmtranetocal

Figure 3.5. Areas topology

Clicking a link to an area will open the AssetView page from the respective machine, identified by
the IP address configured previously by the AssetView Areas application. On the AssetView page,
the user must type the login and password to open the configuration topology tree and access the

AssetView functionalities.

a Smar Asset¥iew - Microsoft Internet Explorer =] E3
File Edit ‘iew Favorites Tools  Help | :,'
3 A = N A 3 PR
eﬁack D> B lﬂ lg __l\J /,)Search \:r:( Favorites _‘3 = - _I
Addhess [&] tpi flocahostjissetVisjGenericlc_login sspo: B> |L\nks »/ @ -
=

AssetVie

Login

Please enter your login and password to access the system.

LOGIN

This product is protected by 1.5, patent numbers 6,621,208; 6,725,182 and other 11.5. Patents pending.

[T Smtrenetiocdl

|@'| Dane

Figure 3.6. User Authentication
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Once the user name and the password are correct, the AssetView topology will open on the
browser, as illustrated below:

a Smar Asset¥iew - Microsoft Internet Explorer

] E3
File Edit W“iew Favorites Tools Help | ':"
~ Ve i ) S LU =
Qe - ) - [x] 2] @ | ) search ¢ Faverices -&3| AN - )
Address [{€] http:/flacahostféssetVizw/defaulthtm e ‘Unkﬁ ”|@ -
B i aves : Projectot =l
% Device List

@ Audit Trail Report
® Srauws

B Matncenances
= BB Fieldbus Hetwork
= B prr-ras

= || AssetView

Diagnostic and Maintenance Web Tool

B Fieldbus 2
B Fieldbus 3

B8 Fialdbus 4 ” e
= oF1 367 ?ﬁ'ﬁﬂ fﬂ% SRR
Er & Device Library =

B Endress Hauser

@ Ktek

@ Magnetrol

B micromotien o

B pocemount

B omar =

USER INFORMATION

_, juliana biase (Engineer)

= AR N
smar

FIRST IN FIELDBUS

(@) Email not registered 1

€] Dane T Swanetoal
Figure 3.7. Loading the topology
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Section 4

ASSETVIEW

Loading the Configuration

To start AssetView, open the Internet Explorer and type:

http://machi ne nane/ assetvi ew (|l ocal or renote access)
or
http://1ocal host/assetview (|l ocal access)
or
http://machi ne | P_nunber/assetview (local or renpte access)

a Smat Asset¥iew - Microsoft Internet Explorer _[Of=
File Edit View Favorites Tools Help ‘ :,'
3 ALY N . PR
e Back = <> I d |EL| | Search \&_\( Favorites {:‘3 M= = 4]
Address I@ http:Jflocalhastfassetyiews j [l | Lirks ** @ -
=
!|agnosl|c Malntanancn !eb lnol
Login
Please enter vour login and password to access the system.
togn ]
]
This product is protected by U.5. patent numbers 6,631,298; 6,725,182 and other U.5. Patents pending. =
|&] pane ’_ [ 83 tntranet local v

Figure 4.1. AssetView Home Page

On the AssetView main page, the user will have to type the login and password to access the

configuration topology tree and the AssetView functionalities.

If AssetView is installed in a domain, it will be necessary to type the domain name to access the
AssetView functionalities.

AssetView reads the network topology from the Syscon configuration file. The user can browse the

operational devices at different plant locations using AssetView.

The frame on the left side of the browser window will display the plant topology. Click the expansion

sign to expand the Fieldbus Network and its segments.
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a Smar Asset¥iew - Microsoft Internet Explorer _[olx
File Edit View Favorites Tools  Help ‘ l','
- &Y - . * “r ; - =
eﬁa:k > \J @ _lj ‘ o Search 5 ¢ Favorites {‘} = 3 ﬂ
Address [ ] et flocalhost assetvien/deFaul.him = B [unks 2| -
5 s %
B B area: progay
=3 Device List

B Conmroller List
‘{j Audit Trail Report
® srarus

EF &S Maintenances

B pams

@ Equipment
= ssetView
D pier

S o Diagnostie and Maintenance Web Tool
@ Histary
EF BB Fildbus Netwark

@ prr-207 = —— —

E @ per sy kﬁﬂsﬂ.i : M"@J )\h’é(b:%"‘ % hE
B & Fialdbus 14 3 : ~ ™
e ' ‘Fﬂ s e |
DT302-1 o ¢

TR-302-1

LD-302-1
55 Fioldbus 12
BB Figldbus 13
F5 Fieldbus 14
€ pevice Library

USER INFORMATION
. Juliana Biase (Engineer)

(@ Email not registered !

&t [T Mitanetocd
Figure 4.2. Browsing the Topology

Opening the Device Home Page

Each device type has a standard home page layout. Every device in a plant location has a home
page from where the user can proceed with the calibration, configuration, identification, diagnostics
or reconciliation of the device configuration.

Navigating through the topology tree, click on any device icon to display its home page. The figure
below shows the home page of the LD302 with the tag name LD 302:

LD 302

000302000 1:SHAR

Configuraiien Cabibration
-
e (J., J’ —
Devige View Mentiffcation
(PSR ANFCRRBLAT I
[EPQESIT p—) | L % | = ¥
T e g i o i AL [t noTES mppaT AT IR DERLROST R

Figure 4.3. Device Home Page
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According to each device type, the main page may have the following links:

Calibration

Calibration is the correction of sensor reading and physical outputs. During this process messages
are displayed to the user indicating the status of this condition. There are specific calibration
methods for each device based on scripts defined by the manufacturers.

Configuration

In the Configuration page, the user can read and write the parameter values of the devices. From
this page, the user can also access the Reconciliation page and compare the current configurations
to previous configurations of the devices stored in the database. Refer to subsection
Reconciliation.

Diagnostics

Simple diagnostics are displayed to the user. Comprehensive tests can be done from time to time
using several charts to check the condition of the field device. Because of the diagnostic it is
possible to first remotely check the device if there really is a failure before going into the field. And
yet, because of the detailed information about the Network and device operation provided by the
diagnostics, the user knows exactly where the problem is.

ldentification
The Identification page provides all the information relevant to maintenance of the device, such as

its manufacturer, device type, tag, serial number, and its versions. Materials of construction for
wetted parts are also indicated.

Device View

The Device View page monitors the instrument data, such as temperature or pressure values read
from the instrument.

Display

In the Display page, the user can configure the device’s display, viewing and modifying parameters
such as device mnemonics.

Reconciliation

Reconciliation allows comparison of current device settings with past configurations stored in the
database.

The Time menu on the left side of the page list the modifications made in the device, including the
last modification that is also called the “current device parameterization”. The Time menu on the
right side also list the modifications made in the device except date and time for the current device
parameterization.
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LD 302 [ RECON CONFIGURATION ]

-

@

& 7 B & S
) /4 > | / AY)

! CONFIGURATION CALIBRATION DISPLAY DEVICEVIEW IDENTIFICATION DIAGNOSTIC

¥ [ Monitoring progress : 13 % ]
Time Im Time Im

Device Operation Mode
RES [Auto | +| [Ruto | TRD [Buta | +| [Ruto |
Al L"-\utu |ﬂ |Autc| | DsE |.f'-\utc| |ﬂ |Autc| |
Measurement Configuration
Auto Zero ﬂ Functicn [Direct ] ﬂ [Direct ]
Characterization [Disable and Restore Cal| ﬂ [Disable and Restore Cal | Low Cut OFf [o ] ﬂ [o ]
Engineering Variable Process Variable

Unit FR | «| B= | Unit fsi | #| [psi |
0% |0 |ﬂ |0 | Lower Range |1 |ﬂ |1. |
100% [1oo I_:l [1oo ] Upper Range  [100 I_:l [1oo ]
Max Offset Deviation [10 I_:l 1o ] g::lt‘?:r"" [0 |ﬂ o |
Owerprassure Limit |1.0 |ﬂ |1.CI | g::r::;::i:\c |? |.:| |G |

Figure 4.4. Reconciliation Page
Values of parameters that differ between the selected modification dates are highlighted.

When the parameter values differ between the two dates selected in the Time menu, it is possible to

transfer the value from the moment selected on the right clicking the arrow * between the
highlighted values. After transferring the values, click Submit to apply the values to the device and a
new modification date will be created on the Time menu indicating the current time and date.

Integrating Devices

HART Devices

AssetView monitors HART instruments using the Smar HI302 (HART/Foundation Fieldbus
Interface).

It is necessary to create the blocks configuration for the HI302 to represent the HART instruments
installed in the plant. Please refer to the HI302 User’s Manual (Chapter 3) for further information.

If the HART instrument being registered with the AssetView Server has not been registered in the
database, this instrument will be registered as a generic instrument. The List of Devices dialog box
will indicate the instrument is generic:
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List of Devices

SMAR

DFI-307

~ Register Device Details

['w/eb pages not found for this device type.
It can be registered using generic Hart pages.

Fieldbus 7

Number of Devices

Fegister [ 0] | Select Al Clear selection Fegister Time Out [minutes] : Cloze |
Tag | 10 | td anufacturer | Type | Bridge | FF Channel | Detsil(s) | Protocol |
D% DFl 305 0003020008:5MAR-DFST:305 SHAR DF&1 Yes FF
OE 0003020000: SMAR-LD 232 SMAR LD232 DFI 367 Fieldbus 12 No FF
a O003020005:5 MAR-FI1202: 008201691 SMER Fla02 DFl 267 Figldbus 12 e FF
O 0000 06 SHAR P30 DFI-307 Fieldbus & No HART
a 0o a0 oo SMAR P30 DFI-307 Fieldbus & No H&RT
a 0000 45 SM&R Fram DFI-207 Figldbus & No H&RT
O 0o o0 0z SMAR Frao DFI-307 Fieldbus & No H&RT
a FF o003 SMAR P30 DFI-307 Fieldbus & No H&RT
a 0C 75 7D T30 DFI-207 Figldbus 7 No H&RT
[mi

Uploaded: Hagisteled
Unregistered License :

Figure 4.5. Generic HART Device

Select the HART instrument and the Details box will indicate the device is generic and it is ready to

be registered.

— Reaizter Device Details ;

"'eb pages not found for this device type.
[t zan be regiztered uzing genenc Hart pages.

Figure 4.6. Registering a Generic Device

HART instruments from Smar or other manufacturers that don't have registered pages will use the
generic pages located in the folder "Web Pages\ Hart Devi ce Support\GenericHart", inside
the AssetView installation folder.

Observe the figure below:
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enericHart

J Arquivo  Editar  Exibir  Fawvoritos  Ferramentas  Ajuda

o [

Sy
| &

10-© 23 Pe|Ee
Pastas X | _Mome | Tamanho | Tipa ~ |
o ;I @images Pasta de arquivos
o7 gf] Calibration, asp 9KE  Active Server Page
@ a1 gfj Configuration, asp 4 KB Active Server Page
@ a0 gf] Diagnostic, asp 7KEB Active Server Page
= gfj Identification.asp 7KB Active Server Page
@ a2 gf] main_genericHome, asp 3KEB Active Server Page
86 gf] Reconalibration. asp 4 KB Active Server Page
@ 20 gf] ReconConfiguration. asp 3KEB  Active Server Page
D ad & | Disgnostic_main,htm 1KE Documento HTML
o = Template, xml 7EKE Documento XML
Dez
)85
I bF
@ Cornman
1w
1) images
@ Inkegration
[ Maintenance |
@ My Project
1T obj
I5) Report
[T smardraf
IC5) Track-Diag _I;I
«| » 4| | 2
|10 objetois) {(espaco livre em disco: 20,9 GE) |1 11 KB | d Meu computadaor 4

Figure 4.7. Generic Pages for HART Instruments
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Section 5

DEVICE AND CONTROLLER LIST

Device List

Click the link Device List to open a page with the list of all devices in the topology from the project
configuration selected in AssetView Server:

AssetView Device List

Tag Search:l

SUMMARY

73) B (o) = (o) 2 2 94

Tag Bridge Channel Id Track Maint Diag
FIZ0Z 21 DFE2_ATW Fieldbus 1 0002020005:5MAR-FI302:000000021 Q
F1Z0z 22 DF62_ATV Fieldbus 1 0002020005:5SMAR-FI202:000000022 @,
FIZ0z 23 DF62_ATV Fieldbus 1 0003020005:5SMAR-FI202:000000023 @,
FIZ0Z 24 DF62_ATV Fieldbus 1 0003020005:5SMAR-FI202:000000024 @,
FIZ02 25 DF62_ATV Fieldbus 1 0002020005:5SMAR-FI202:000000025 @,
EY202 26 DF62_ATV Fieldbus 1 00023020006:5SMAR-FY302:000000026 @,
Evz02 27 DF62_ATV Fieldbus 1 0002020006:5SMAR-FY302:000000027 @,
F¥302 28 DF62_ATV Fieldbus 1 0002020006:5SMAR-FY302:000000028 @,
EY302 29 DF62_ATV Fieldbus 1 0003020006:5SMAR-FY302:000000029 @,
EY302 30 DF62_ATV Fieldbus 1 0003020006:5MAR-FY302:000000030 =3 =8

z<first <prev 1 2 3 4 5 6|7 8 next= last=>

Figure 5.1. Device List Page

At the top of the page, use the Tag Search box to search for a specific device tag:

Tag Search:

Figure 5.2. Searching for a Device

Type the desired text and the tags list will be shown dynamically based on that the user has typed.

You can order the list of devices in alphabetical order, ascendant or descendent, clicking each
column header.

In the Tag column, click the device tag to open the device home page.

The Bridge and Channel columns indicate the tag of the controller and to which channel the
instrument is connected, respectively.

In the Track column, the following icons indicate the device status:

Indicates the device has communication problems.

Indicates the device is operating in normal conditions.
=, Indicates the device is off-line.

E=Xl  |ndicates a HART device operating in normal conditions.
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In the Diag column, the following icons indicate diagnostic events:

@ Indicates that a diagnostic event has occurred.
@'I Indicates a HART device and there is a diagnostic event for the device.
@ Indicates the device is operating in normal conditions.

In the Maint column, the following icons indicate the maintenance status for the device:

Q Indicates there are no pending maintenances for the device.

Qﬁ Indicates that maintenance should be executed in the device.

Controller List

Click the link Controller List to open a page with the list of all controllers in the topology from the
project configuration selected in AssetView Server:

AssetView Controller List

Tag Search: | Search [ one page
SUMMARY
B B m o o
TAG In TRACK DIAG MAINT
DFI 367 0003020008 SMAR-DFS1:367 B B @,
DFI-207 0003020008 SMAR-DFS1:307 B B Q

Figure 5.3. Controller List Page

At the top of the page, use the Tag Search box to search for a specific controller tag, as described
previously for searching a device.

Click the column header to order the list of controllers in alphabetical order, ascendant or
descendent.

In the Tag column, click the controller to open its home page.

In the Track column, the following icons indicate the controller status:
% Indicates the controller has communication problems.
% Indicates the controller is operating in normal conditions.

Indicates the controller is off-line.
In the Diag column, the following icons indicate diagnostic events:

@ Indicates that a diagnostic event has occurred.

% Indicates the controller is operating in normal conditions.
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Device and Controller List

In the Maint column, the following icons indicate the maintenance status for the controller:

Q Indicates there are no pending maintenances for the controller.

Eﬁ Indicates that maintenance should be executed in the controller.
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Section 6

AUDIT TRAIL REPORTS

AssetView has different types of reports to be configured by the user. Click the link Audit Trail
Report to open the page with available reports.

Audit Trail Report

£ =% o
g bra010
w} 0101010 LA
CONFIGURATION CHANGES DEYICE DATA APPLICATION LOG DEYICE ID LOG
TRACKING HISTORY DIAGNDSTIC HISTORY METHOD HISTORY MAINTENANCE HISTORY

Nv—‘\/

H1STATISTICS

Figure 6.1. Audit Trail Reports in AssetView

The subsections below describe the functionality of these reports and how to generate them. For all
reports, the following filters will be available:

Audit Trail Report - Configuration Changes

START DATE: | = = | PROTOCOL: all - ‘1]
EMD DATE: | = =] = DEWICE TYPE: | all =l o
DEWICE TAG: | all =l j

Figure 6.2. Filters for the Reports
e START DATE: Select the initial date to search for the information to generate the report.
e END DATE: Select the final date to search for the information to generate the report.
e PROTOCOL: Select the devices of a specific communication protocol (HART or Fieldbus).

e DEVICE TYPE: Select the type of the device from the list of devices registered in the
database.

e DEVICE TAG: This filter will display the list of tags from the devices registered in the
database.

After configuring the filters, select the file format to generate the report:

e
_l Click this icon to generate the audit trail report in the pdf file format.

]
1] Click this icon to generate the audit trail report in the MS Excel file format.
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ATTENTION \

According to the settings on your browser, the dialog box showed in the example below may
open when selecting the MS Excel file format:

File Download m

Do you want to open or zave this file?

@ j Mame: . ..259077 14200851 7 23PMConfigurationChanges. xls
[ Type: Planiha do Microsoft Excel, 305 KB

Fram: v, assetview,com,br

Open Save | Cancel I

¥ Blwaps ask before opening this type of file

harm your computer. If you do nat trust the source, do not open or

@ while files from the Internet can be useful, some files can patentially
zave thig file. What's the risk?

Click Open to open the audit report inside the browser window or click Save to save the report
file in the local machine.

Configuration Changes Report

This report shows all changed parameters of the device in a specific period of time.

To generate this report, click the link Configuration Changes in the Audit Trail Reports page and
configure the filters to generate the report in the pdf or xIs file format.

See the example below in pdf format:

Audit Trail Report - Configuration Changes

START DATE:  [July = || e || | pROTOCOL: Al - ‘ll]
.

EMD DATE:  [1uly = [10 =] Jzo08 =] DEVICE TYPE: |All = |
DEVICE TAG: | Al - il

’\‘_'[; T select |
Smar Configuration Changes

DATE/ TitiE USER BLOGK TAG PARAMETER VALUE
Protocol FIELDEUS

B Save a Copy :\ ;% @J ﬁ Search

RN SN ED v@‘

Livl=[]

| Pages

CHANNEL Frassure

XD_SCALE UNITS_INDEX <Undafineds
- CAL_POINT_LO 2
10712008 3051_TRD_ CAL_POINT_LO 1
107712008 3051_TRD_1 CAL_POINT_LOD 3
107712008 1501 3051_TRD_1 CAL_POINT_LOD z
107712008 1504116 System 3051_TRD_1 CAL_POINT_LOD 3
Device Type DT302 - DF| 257 | Figldbus 12 | DT202-1
37006 120852 Sysem DT302-1-BLE-1 CAL_POINT_H 5
00 120852 Sysem DT302-1-BLE-1 CAL_POINT_LOD 12
00 120852 Sysem DT302-1-BLE-1 CAL_TEMPERATURE 50
00 120852 Sysem DT302-1-BLE-1 DEAD_BAND_BYRASS True
00 120852 System DT302-1-BLE- SENSOR_CAL_DATE [Wea] Jul 12,2008 14:15:34:00
1208552 System DT302-1-BLE- SENSOR_CAL_WHO rigardo
1208552 System DT302-1-BLE- TEMF_GAIN 0,1293103

120852 System DT302-1-BLE- 50
120852 System DT302-1-BLE-1 ZERO_ADJUST_TEMP 50
System DT302-1-BLE-1 TRANSDUCER_TYPE Other
System DT302-1-BLE- TRANSDUCER_TYPE Standard Pressure with callbra
System DT302-1-BLE- CAL_POINT_LD 2
5 System DT302-1-BLE- TRANSDUCER_TYPE Other
DT302-1-BLEA TRANSDUCER_TYPE Standard Pressure with callbra

l Commerts \{ Aftachments ™,

DT302-1-BLK-1 CAL_POINT_LD s
¥ DT302-1-BLK-1 TRANSDUCER_TYPE Other
16:14:35  System DT302-1-BLK-1 TRANSDUCER_TYPE Standard Pressure wiin callbra |
B Bl @ Loy
=] | | &} | I 1of 27 b Pl | (+] o | Ll

Figure 6.3. Configuration Changes Report
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Device Data Report

This report shows the current status of the device in a specific period of time, listing the last values
of all parameters at the selected date.

To generate this report, click the link Device Data in the Audit Trail Reports page and configure
the filters to generate the report in the pdf or xlIs file format.

s ma r Device Data

DATE / TIME USER BLOCK TAG FPARAMETER VALUE
Protocol FIELDEUS
Device Type 3051 - DFI 287 | Fieldbus 11| 3051

Calibration
1/7/2008 20:33:58 System 3051_TRD_1 CAL_MIN_SPAN 1,25358
1/7/2008 20:33:58 System 3051_TRD_1 CAL_POINT_HI 1372030
1Ti2008 203356  System 3051_TRD_1 CAL_UNIT bar
1/7/2008 20:33:58 System 3051_TRD_1 PRIMARY_VALUE_DAMPING 0
1/7i2008 20:33:58  Systsm 3051_TRD_1 PRIMARY_VALUE_TYPE differential pressure
1/7/2008 20:33:56 System 3051_TRO_1 SENSOR_CAL_METHOD factory trim standard

calbration

1/7/2008 20:33:58 System 3051_TRD_1 SENSOR_RANGEEU_D -2210.88
1/7/2008 20:33:58 System 3051_TRD_1 SENSOR_RANGE.EU_100 221088
1/7/2008 20:33:58 System 3051_TRD_1 SENSOR_RANGE.UNITS_INDEX ps

Configuration
1/7/2008 20:33:58 System 3051_AI_2 CHANNEL Pressure
1/7i2008 20-:33:58 System 051_AIR CHAMMEL Teminal Temperature
1/7/2008 20:33:56 System 3051_AL1 10_0PTS <Nane>
1/7/2008 20:33:56 System 051_AI_2 10_0PTS <Nane>
1/7/2008 20:33:58 System 3051_A1I2 10_0PTS <Maone>
1/7/2008 20:33:56 System 3051_AL1 L_TYPE Direct
1TI2008 20:3355  System 3051_AI2 L TYPE Indirect
1/7/2008 20:33:58 System 3051_A1I2 L_TYPE Uninitialized
172008 20.33:55 System 2051_AI_1 LOW_CUT 15
1/7/2008 20:33:56 System 051_AI2 LOW_CUT 10

Figure 6.4. Device Data Report

Application Log Report

AssetView stores the tags of the devices in the database. This report shows all devices to which a
specific tag has been assigned.

To generate this report, click the link Application Log in the Audit Trail Reports page and
configure the filters to generate the report, in pdf or xIs format.

smar Application Log

DATE / TIME USER DEVICE TYPE DEVICE ID

Protocol FIELDBUS
Device DFI 367 | FIELDBUS 10 | WESTLOCKDISCRETE
14/7/2008 17:58:18 System FPAC VALVE CONTROLLER EL401C 574342000 Wesllock  ADOCOT411
Device DFI 367 | FIELDBUS 11 | 3051
14/7/2008 17:50:28 System 3051 0011513051092801082020-070000150
Device DFI 367 | FIELDBUS 11 | FY-302
14/7/2008 17:50:43 System FY3o2 0003020006:SMAR-FY302:006300708
Device DFI 367 | FIELDBUS 12 | DT-302
14/7/2008 12:04:24 System OT302 000302000e-SMAR-DT302:000204483
Device DFI 367 | FIELDBUS 12 | DT3021
14/7/2008 18:08:22 System OT302 000302000e-SMAR-DT302:000812332
Device DFI 367 | FIELDBUS 12 | FP302-1
14/7/2008 18:02:40 System FPa02 0003020004:SMAR-FP302:007301885
Device DFI1 367 | FIELDBUS 12 | FR-302
14/7/2008 18:05:19 System FR302 0003020020:SMAR-FR302:240800012
Device DFI 367 | FIELDBUS 12 | IF-302
14/7/2008 12:04:47 System IF302 0003020003:SMAR-IF302-004804485
Device DFI 367 | FIELDBUS 12 | LD-302-AV
14/7/2008 12:02:08 System LD302 0003020001:SMAR-LD302:000804818
Device DFI 367 | FIELDBUS 12 | TP-30241
14/7/2008 18:08:38 System TPa02 000302000b:SMAR-TP302:000808792

Figure 6.5. Application Log Report
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Device ID Log Report

This report shows all tags that have been assigned to a specific device ID.

To generate the report, click the link Device ID Log in the Audit Trail Reports page and configure
the filters to generate the report, in pdf or xIs format.

Protocol: FieldBus
smar DeviceID Log
DATE / TIME USER DEVICE TYPE DEVICE TAG
Protocol FIELDBUS
Device D 00030, H R-LD30. 18
14/7/2008 18:02:08 System LD302 DF| 387 | Fieldbus 12 | LD-202-AV
Device ID 0003020002: SMAR-TT302:004803166
14/7/2008 18:04:08 System TT302 DF| 367 | Fieldbus 12 | TT-82031
Device D 0003020002: SMAR-TT302:004805865
14/7/2008 18:05:41 System TT302 DF| 367 | Fieldbus 12 | TT302
Device 1D 0003020003: SMAR-IF302-004804495
14/7/2008 18:04:47 System IF202 DF| 287 | Fieldbus 12 | IF-302
Device |D 0003020004: SMAR-FP302:007801685
14/7/2008 18:02:40 System FP302 DFI 267 | Fieldbus 12 | FP302-1
Device D 0003020006: SMAR-FY302:006800709
14/7/2008 17:56:42 System FY302 DF| 267 | Fieldbus 11 | FY-202
Device |D 0003020008:SMAR-DF51:307
14/7/2008 17:58:48 System DF51 Fieldbus Metworks | DFI-207
Device |D 0003020008:SMAR-DF51:367
14/7/2008 17:58:00 System DFS1 Fieldbus Metworks | DFI 367
Device ID 000 R-TP3U: 12
14/7/2008 18:05:08 System TP302 DFI 267 | Fieldbus 12 | TP-202-AV
Device 1D 000: R-TP30. 92
14/7/2008 18:08:38 System TP302 DF| 387 | Fieldbus 12 | TP-202-1

Figure 6.6. Device ID Log Report

Tracking History Report
This report shows the occurrences of communication failures.

To generate this report, click the link Tracking in the Audit Trail Reports page and configure the
filters to generate the report, in pdf or xIs format.

IMPORTANT

While the fail event is not acknowledged by any user, the user name displayed on the report will
be “System”. Once a user acknowledges the event, the name displayed on the report will be
updated with the login name of that user.

smar Tracking History
DATE / TIME USER ETATUS DEVICE TAG ACK
Protocol FIELDBUS

Device Type 3051

15/7/2005 02:26:45 System Communication failed DF1 357 | Fieldbus 11 | 3051 none
15/7/2008 02:41:57 System Communication restored DF1 287 | Fieldbus 11| 3051 none
17/7/2008 D3:51:08 System Communication failed DF1 357 | Figldbus 11| 3051 nene
17/7/2008 03:52:32 System Communication restored DF1 367 | Fieldbus 11 | 3051 nene
18/7/2008 10:44:26 System Communication failed DF1 357 | Figldbus 11| 3051 nene
18/7/2008 10:45:20 System Communication restored DF1 357 | Fieldbus 11 | 3051 nene
197/2008 11:24:21 System Communication failed DF1 357 | Fieldbus 11 | 3051 none
19/7/2008 11:25:11 System Communication restored DF1 287 | Fieldbus 11| 3051 none
22/7/2005 02:57:42 System Communication failed DF1 367 | Fieldbus 11| 3051 nene
22/7/2008 02:58:48 System Communication restored DF1 287 | Fieldbus 11| 3051 none
26/7/2008 0B:45:40 System Communication failed DF1 357 | Figldbus 11| 3051 nene
25/7/2008 0B:46:34 System Communication restored DF1 357 | Fieldbus 11 | 3051 nene
Device Type DC302

15/7/2005 D2:28:45 System Communication failed DF1 357 | Fieldbus 8 | DC302_0_1 none
15/7/2005 02:41:53 System Communication restored DF1 357 | Fieldbus 8 | DC302_0_1 none
17/7/2008 02:51:08 System Communication failed DF1 287 | Fieldbus @ | DC302_0_1 none
17/7/2008 03:52:53 System Communication restored DF1 367 | Fieldbus 8 | DG302_0_1 nene
18/7/2008 10:44:26 System Communication failed DFI 387 | Fieldbus 0 | DC302_0_1 nene
18/7/2008 10:46:42 System Communication restored DF1 367 | Fieldbus @ | DC302_0_1 nene
1TI2008 112420 Svetem Lof icatinn failed OF1 38T | Fialdhas Q1 OCI02 0 9 none

Figure 6.7. Tracking History Report
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Diagnostic History Report

The diagnostic events indicate failures or operational conditions of the devices, and they are stored
in the AssetView database.

To generate this report, click the link Diagnostic History in the Audit Trail Reports page and
configure the filters for the report. Click the icon corresponding to the desired file format: pdf or xIs.

sSsmar

Diagnostic History

Method History Report

DATE/ TIME USER STATUS DEVICE ID BLOCK TAG ACH
Protocol FIELDBUS

Device Type 3051

DFI 367 | Fieldbus 11 ] 3051

14/7/2008 12:35:48  System [IN] OutCfService 0011512051082601082020-070000150  2051_TRO_1 nona
14/7/2008 12:35:48  System [IN] Mo emrar 2051_TRD_1 none
14/7/2005 18:35:50 System [IN] QutCfService 2051_AI3 nons
14/7/2008 12:35:50  System [IN] InputFailure 2051_AI3 nons
14/7/2008 12:35:50 System [IN] BlackConfiguration 2051_AI3 nona
14/7/2008 18:35:50 System [IN] OutCfService 2051_AI_1 nons
14/7/2008 12:38:50  System [IN] InputFailure 2051_AIL1 nons
14/7/2008 12:35:50 System [IN] BlackConfiguration 2051_AI_1 nona
14/7/2008 12:35:50 System [IN] OutCiService 2051_AI_2 none
14/7/2008 18:35:50 System [IN] InputFailure 2051_ALZ nons
14/7/2008 12:35:50  System [IN] BlackConfiguratien 2051_AI_2 nons
14/7/2005 18:35:50 System [IN] QuiCfService 3051_RES none
14/7/2008 18:35:50 System [IN] No repair needed 2051_RES nons
14/7/2008 12:38:50  System [IN] Jumper/Switch on 2051_RES nons
14/7/2008 12:35:50 System [IN] Jumper/Switch off 3051_RES nona
14/7/2005 18:35:50 System [IN] Jumper/Switch on. ne simulation 2051_RES nons
14/7/2005 18:35:50 System [IN] Run Mods 2051_RES nons

Figure 6.8. Diagnostic History Report

Methods are calibration procedures composed by a sequence of reading and writing in the device.
The parameter values before writing and the values that were written in the parameters, static or
dynamic, are stored in the database.

This report shows all methods performed and the parameters that have been changed.

To generate this report, click the link Method History in the Audit Trail Reports page. Configure

the filters and click the icon corresponding to the desired file format: pdf or xIs.

smar Method History
DATE / TIME USER DEVICE TAG DEWICE ID METHOD NAME STATUS
Protocol FIELDBUS

Device Type 3051

21/7/2008 18:13:38 bob_engineer DFI 367 | Fiekdbus 11| 2051 D011513051082801082020-07000015 Engnesring Variable Success
1]

21/7/2008 18:27:38 bob_engineer DFI 367 | Fieldbus 11| 3051 0011513051082801082020-07000015 Engnesring Variable Failed
o

21/7/2008 18:32:43 bob_engineer DFI 367 | Fiekdbus 11| 2051 D011513051082801082020-07000015 Engnesring Variable Success
1]

21/7/2008 18:34:08 bob_engineer DFI 367 | Fieldbus 11| 3051 0011513051082801082020-07000015 Engnesring Variable Failed
o

21/7/2008 18:34:57 bob_engineer DFI 367 | Fiekdbus 11| 2051 0011513051082801082020-07000015 Engineenng Variable Success
o

21/7/2008 18:37:44 bob_engineer DFI 367 | Fieldbus 11| 3051 0011513051082801082020-07000015 Lower Pressure Calibration Success
o

21/7/2008 18:38:18 bob_engineer DFI 367 | Fiekdbus 11| 2051 0011513051082801082020-07000015 Lower Pressure Calibration Failed
o

21/7/2008 18:38:45 bob_engineer DFI 367 | Fiekdbus 11| 2051 0011513051082801082020-07000015 Upper Pressure Calibration Failed
o

21/7/2008 18:41:20 bob_engineer DFI 367 | Fiekdbus 11| 3051 D011513051002801082020-07000015 Engnesnng Variable Success
o

21/7/2008 18:43:35 bob_enginesr DFI 387 | Fieldbus 11| 3051 D01151230510826010&2020-07000015 Enginesring Variable Success
o

Device Type FP302

21/7/2008 18:21:18 beb_engineer DFI 287 | Fieldbus 12| D003020004:SMAR-FP202-007201588 Lower Current Calibration Failed

Figure 6.9. Method History Report
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Maintenance Report

This report shows all maintenances scheduled and performed for each device.

To generate this report, click the link Maintenance History in the Audit Trail Reports page and
configure the filter options. Click the icon corresponding to the desired file format, pdf or xls, to
generate the report.

smar Maintenance History

DATE / TIME UsSER DEVICE TAG TYPE MAINTENANCE TITLE STATUS

AMDZ00d 15:44 pic10t Freventive LD302 Freventhe Maintenance Mot Done

Figure 6.10. Maintenance Report

H1 Network Statistics Report

The report generates statistic charts for controllers, representing the values read from the H1
fieldbus channels configured in the plant topology, indicating the date the statistics were calculated
and fails occurred in the controller. Using the charts, it is possible to predict potential communication
fails between the controller and field devices, and avoid interruptions in the network communication
and connected devices.

To generate this report, click the link H1 Statistics in the Audit Trail Reports page and configure
the filter options. Click the icon corresponding to the desired file format, pdf or xIs, to generate the
report.

See the example below:

Device Tag: DFI 367

S m a r H1 STATISTICS

DF1 367
m LAS T =
—=& — :
e 4
2 .
. - . [T
d Wrange:
s wronge:
0z
o . = -
& &, , P
S £ P &
W o ¥ L4
Date Port 1 Port 2 Port 2 Poirt 4 Poit 1 Port 2 Port 2 Porf 4 User Name
13/8/2008 14:16:20 1 1 o 1 o [ [ o bob_engineer
13/8/2008 14:19:30 1 1 o 1 o o 0 0 bob_engineer

Figure 6.11. H1 Statistics Report
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Section 7

Tracking

MONITORING DEVICE STATUS

The field devices notify the system when a communication failure or operational conditions occur.

To display the events reported to AssetView, click the link Status in the topology to expand the

monitoring options.

®  spatus ‘ Indicates normal condition, no communication problem occurred.

o8 Status ‘ Indicates that a diagnostic event or communication problem has occurred.

The Tracking View page shows the status of the devices and their location.

L= Tocking ‘ Indicates normal condition, no communication problem occurred.
1 ing ‘ Indicates that a communication problem has occurred.

When the device is disconnected from the plant or has communication problems, it appears in the
tracking list. Click the link Status > Tracking in the topology to open the Tracking List:

Tracking View

Status Location
Operation (73) Fail (-] Bad Communication [-)  Off-line [-) On Site (70) Warshouse (1) Maintenance Shop (1) Disposed (1)
Bridge Channel Status Lacation
DF62_ATV Fieldbus 1 Operation | on Site = submit
DF62_ATV Fieldbus 1 Operation | on Site = submit
DF&2_ATV Fieldbus 1 Operation | on site = || submit
DF62_ATV Fieldbus 1 Operation | on Site =|[ submit
DF&2_ATV Fieldbus 1 Operation | on Site = submit
DFE2_ATV Fieldbus 1 Operation | on Site [ submit
DF62_ATV Fieldbus 1 Operation | on Site =l submit
DF62_ATV Fieldbus 1 Operation | on Site = submit
DF&2_ATV Fieldbus 1 Operation | on site = || submit
DF62_ATV Fieldbus 1 Operation | On Site || submit
=< first = prev 3[4 next = |ast »>

Figure 7.1. Tracking List

The Bridge and Channel columns indicate, respectively, the tag of the controller and to which
channel the device is connected.

Click the magnifying glass icon to open a new window that shows detailed information about the

device:
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3 Smar Asset¥iew - Microsoft Internet Explorer

Tracking Yiew - Details

DEWICE ID [oc 7556 |
TAG [r201-4 |
MAMUFACTURER [kTEK |
PROTOCOL [HarT |
STATUS TRACKING [off-line |

TIME 5TAMP [ |

LOCATION [on site |

TIME STAMP |6.|"16.-"2004 8:08:26 PM |

Figure 7.2. Device details

Defining the device status

To define the device status in the tracking list, click the list box in the Status column related to the
device:

Tracking View

Status Location
Operation (-} Fail (1) Bad Communication (-]  Off-line (-] On Site (1) Warehouse (-] Maintenance Shop [-) Disposed -]
Device Bridge Channel Status Location ACK
. Off-line ;I - -
3, S ipospav-0p DFIZ67  Fisldbus 4 m| [on sit= = [ submit ACK
Off-line

iBi

Figure 7.3. Device status

Select the option:

e Off-line: the device is hot communicating because it was removed from the plant.

Bad Communication: the device is connected to the plant but has communication
problems.

Click the button Submit to apply the alterations to the device. The tracking event will be
automatically acknowledged. See the example below:

Tracking View

Status Location
Operation (-] Fail -] Bad Communication (1)  Off-line (-} On Site (1) Warghouse (-] Maintenance Shep (-]  Dispesed [-)
Device Bridge Channel Status Location ACK
(3, ® i popsp-av-0p DFI367  Fieldbus 4 Bad Communication [on site = |[ submit o ack

Figure 7.4. Defining the Device status




Monitoring Device Status

Defining the device location

To define the device's location in the tracking list, click the list box in the Location column related to
the device:

Tracking View

Status Location
Operation (-} Fail (-} Bad Communication (1)  Off-line (-] On Site (1) Warehouse (-}  Maintenance Shop [-} Disposed {-}
Device Bridge Channel Status Location ACK
3, © ppop-avoz DFI367  Fisldbus4  Bad Communication [on sit= = |[ submit o ack
‘On Site

Warghouse
Maintenance Shop
Disposed

Figure 7.5. Device Location

Select the option:
e On Site: the device is operating in the plant.
e Warehouse: the device is stored in the warehouse.
e Maintenance Shop: the device was removed from the plant for maintenance.

e Disposed: the device was removed from the plant and discarded.

Click the button Submit to apply the alterations to the devices.

Acknowledging the Tracking Event

Click the link ACK in the Tracking View page to acknowledge the event.

The tracking event is automatically acknowledged when the user defines the device status in the
Tracking View page, clicking the list box in the Status column related to the device.

The Acknowledge Tracking window will open:

/2 Smar AssetView - Windows Internet Explorer 101 =l

Acknowledge Tracking

LD-292-AV-02
Select reason and press submit to Acknowledge
-
Generate Maintznance

Email Motification

Iclsbercf@smar.ccm‘br =1 Add Remaove

clebercf@smar.com.br

Figure 7.6. Acknowledge Window
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Diagnostic

e Select the cause of the tracking event: Off-line if the device was removed from the plant or
Bad Communication if the device has communication problems.

e Select the option Generate Maintenance to schedule maintenance for the device,
corrective or proactive. See section Scheduling Maintenances for an Event for details.

e Select the option E-mail Notification to send e-mails to the plant administrator and
technicians.

Click the button Submit to acknowledge the tracking event.

When acknowledging a tracking event, you do not have to define maintenance for the device, or
the e-mail address to be notified.

To create a maintenance related to an acknowledged event, or define an e-mail address, click
the link ACK in the Tracking View page and the Acknowledge window will open.

The Tracking View page will be updated and a check mark will appear in the column ACK for the
events that have been acknowledged. Observe the figure below:

Tracking View
Status Location
Operation (-} Fail (-} Bad Communication (-}  Off-line (1) On Site (1) Warshousa (-]  Maintenance Shop (-}  Dispesed (-}
Device Bridge Channel Status Location ACK
(3, %8 p-ssp-av-pz DFI267  Fieldbus 4 OFfline [on sit= = [ submit |: ¥ ack |

Figure 7.7. Event Acknowledged

The Diagnostic View page shows the events caused by failure notifications or operational
conditions programmed by the user to be monitored by the system.

% Disanostic ‘ Indicates normal condition, no communication problem occurred.
Diagnostic ‘ Indicates that a diagnostic event has occurred.

When a diagnostic event occurs, it appears in the Diagnostic View. Click the link Status >
Diagnostic in the topology tree to open the list of diagnostic events:

Diagnostic View

LD-292-A0W-02 'E“Eézé’é'gxoz"”'l OutDfService DFI 367 Fieldbus 4 ACK

Device Block::Parameter Description Bridge Channel
(3 esiEeciios 'E‘Eézg}?_'éﬂ\‘;{oz'm* OutOfservice DFI 367 Fieldbus 2 ACK T
G EisiEogiinm 'E“Egg’s_'g;;oz'g"'('l OutOfService DFI 367 Fieldbus 4 BCK 7
3 LD-292-AV-02 ;B'_Eii’ér}"w'ﬂm'l Default Value Set  DFI 367 Fieldbus 4 ACK T
UL LD-292-AW-02 EE&%E;;‘;OZ'TRDDSP' i OutOfService DFI 367 Fieldbuz 4 ACK T
@ v

Figure 7.8. Diagnostic View

Click the device icon in the Device column to open the corresponding home page.
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The Block column indicates the tag of the block where the diagnostic event occurred. The Bridge

and Channel columns indicate, respectively, the tag of the controller and to which channel the
instrument is connected.

Click the magnifying glass icon to open a new window that shows detailed information about the
diagnostic related to the block of the device:

/J Smar AssetView - Microsoft Internet Explorer

[
iews - Mi 9= E3
Diagnostic View - Details

Device

DEVICE ID |DDD’3DQDDDZ:SMAR-WSDZ:DD4EDSZSS

|
DEVICE TAG [rrzoz-1 ]
BLOCK TAG [rrs0z-1-trd2 |
MANUFACTURER E |
PROTOCOL [FIELDRUS ]

ERROR DESCRIPTION [Tnput Failurefprocess variable has BAD status |

TIME STAMP [e/17/2004 10:32:02 am ]

Figure 7.9. Device Details
Acknowledging the Diagnostic Event
Click the link ACK in the Diagnostic View page to acknowledge the event.

The Acknowledge Diagnostic window will open:

Select the option Generate Maintenance to schedule maintenance for the device,
corrective or proactive. See section Scheduling Maintenances for an Event for details.

Select the option E-mail Notification to send e-mails to the plant administrator and
technicians.

[
3 Smar Asset¥iew - Microsoft Internet Explorer [_ O] =]

Acknowledge Diagnostic

TT302-1
Press submit to Acknowledge the Di tic

Generate Maintenance

Email Motification

e =

testsupport@smar.com.br

Submit Cancel

Figure 7.10. Acknowledging the Event

Click the button Submit to acknowledge the diagnostic event.
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When acknowledging a diagnostic event, you do not have to define maintenance for the device,
or the e-mail address to be notified.

To create maintenance for an acknowledged event, or define an e-mail address, click the link
ACK in the Diagnostic View page and the Acknowledge window will open.

The Diagnostic View will be updated and a check mark will appear in the column ACK for the
events that have been acknowledged. Observe the figure below:

Device Block::Parameter Description Bridge Channel
EY LD-292-AV-02 'E“EEJZCSKZ_';‘;OZ'BLWL OutOfService DFI 367 Fisldbus 4 ACK T
03 LD-292-AV-02 ;g;isr{i-g:-oz-am- t Default Value Set  DFI 367 Fieldbus 4 ACK T
EY LD-292-AV-02 ;EG%EQ'XOZ'TRDDSP'L OutOfService DFI 367 Fisldbus 4 ACK T
03 LD-292-Av-02 'E“Eézg,f_';:‘goz'“' t OutOfService DFI367  Fieldbus 4 o ack AT
EY LD-292-Av-02 'E“EEJZCSKZ_';:‘;OZ'M' t OutOfService DFI367  Fieldbus 4 o ack A7

Figure 7.11. Event Acknowledged

Configuring Diagnostic Events

Click the link Diagnostic > Configuration on the topology tree, as indicated in the figure below, to
open the monitored instruments and instruments with diagnostic events.

I

= Eﬁs Area: Demo_~ATY
% Crevice List
% Controller List

c-:i Audit Trail Repart
B # granys

i
Lk it Li

=

Diagnostic

? Confiquration
EFQ Maintenances

AE) Fieldbus Metwork
@ Device Library

Figure 7.12. Configuring Diagnostic Events

Click the instruments to view the events.
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Diagnostic Filter

Manufacturer Device Type

SMAR E¥302(04 02)

SMAR IF202(04 02}

SMAR LD232(04 02}

SMAR LDz02(04 02)

SMAR TP202(04 03]

SMAR T1T302(04 02]

WESTLOCK EPAC WAIWE CONTROLLER EL40106
Vokogawa Elactric Ela

“okogawa Electric Y¥TAZZ0

=<first <prev 1 2 3
Figure 7.13. Selecting the instrument
The list shows all diagnostic events of the instrument.
To activate a diagnostic event, mark the option in the corresponding column:

= Show: shows an event on the Diagnostic View page.
= Show Report: the selected diagnostic will be listed on the report.

= Send E-mail: sends an e-mail to the user, describing the diagnostic. Click the link
Configure referring to a diagnostic to select the instruments from which the diagnostics will
be send by email when the respective events occur.

Diagnostic Source Show Show Report Send Email
Default Walue Set ¥D_ERROR = I~ Configure
General Error XD_ERROR Ird vl Configure
Calibration Error ¥D_ERROR I~ I~ Configure
Configuration Error XD_ERROR Ird v Configure
Electronics Failure ¥D_ERROR I~ I~ Configure
Mechanical Failure ¥D_ERROR v v Configure
1/O Failure *D_ERROR I v Configurs
Drata Integrity Error XD_ERROR |7 |7 Configure
Software Error XD_ERROR I~ i~ Configure
Algarithm Error ¥D_ERROR I~ v Configure
Ima not Centralized ou not Detected DIAGNOSES_STATUS I W Configure
Slow Walve Movement er Low Air Supply DIAGNOSES_STATUS = v Configure
Temperature Out of Range DIAGNOSES_STATUS Ird I~ Configure
Base not Trimmed DIAGNOSES_STATUS I~ v Configure
Output Module not Initialized or not Connected DIAGNOSES_STATUS Ird v Configure
Deviation Limit Excedzed DIAGNOSES_STATUS Ird v Configurs

<<first <prev 1 2 3 next> last>=

Figure 7.14. List of Diagnostic Events

The example from the following figure shows the diagnostic DEVIATION LIMIT EXCEEDED for a
FY302 device:
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Batch setting(s) Back
Device Tag Device 1D Send
FY202_29 0003020006:5MAR-FY202:000000029 v
FY302_27 0003020006:5MAR-FY202:000000027 -
FY302_28 0003020006:5MAR-FY302:000000028 -
FY302_26 0003020006:5MAR-FY302:000000026 -
FY202_30 0003020006:5MAR-FY202:000000030 Icd

Figure 7.15. Configuring sending e-mail of Diagnostic Event
Select the devices, through their tags, on which the user wants to receive notification e-mails.
The figure below shows an example of a notification e-mail related to a diagnostic.

De: eduardocorrea@smar.com.br [mailto:eduardocorrea@smar.com.br]
Enviada em: quarta-feira, 16 de maio de 2007 08:55

Para: eduardocorrea@smar.com.br

Assunto: Notification - Diagnostic - by AssetView Service Messenger

Smar AssetView Service Messenger

I DIAGNOSTIC NOTIFICATION

Device: FY-302-AV01
Block: Fr-302-AW01-TRD

Diagnostic:  cutof-senice

Figure 7.16. Notification of a Diagnostic Event

Through the Batch settings option the user can select some diagnostic events simultaneously.

Batch setting(s) [Deviation Limit Excedeed] Email settings Back
Device Tag Device ID Send

Figure 7.17. Batch Settings option

Click Batch settings in the DEVIATION LIMIT EXCEEDED diagnostic window, shown above, and

the following window will open.
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Back

Diagnostic Source

[ other BLOCK_ERR
[ elsckcenfigurztion BLOCK_ERR
DLinkConﬁguraticn BLOCK_ERR
D Simulatienfctive BLOCK_ERR
[ Locsloverride BLOCK_ERR
I:l DeviceFaultState ELOCK_ERR
DDeviceMaintenance BLOCK_ERR
[¥] tnputFailure BLOCK_ERR
[#] outputFailure BLOCK_ERR
[T memoryEzilurs BLOCK_ERR
I:l LostStaticData BLOCK_ERR
[ iostnvpaes BLOCK_ERR
[Jrescbackcheck BLOCK_ERR
DMaintEnanceNEEdEd BLOCK_ERR
[ eewerup BLOCK_ERR
OutCfService ELOCK_ERR

1 2 3 next> |ast==

Figure 7.18. Selecting some diagnostic events for the notification e-mail

Select the necessary diagnostic events, and notification e-mails related to that list of selected
devices will be sent.

Filtering diagnostics

Click the funnel icon to filter the diagnostic.

Diagnostic View

Device Block::Parameter Description Bridge Channel
Q ED MIB 66 ;g:giiEENsa-Sr‘Rr?CS Mo specific problem DFG6Z2_ATVW Fieldbus 1 ACK ?
Q FD _MIE 66 Egﬁgfi_DESF:FLEEL] Mo Error DF62_ATV Fieldbus 1 ACK Y
& 2051 58 :Si«lﬁisigiq-rus Uninitialized DF6Z_ATW  Fieldbus 1 ¥ ack T
£} 3051 58 E,%su}ﬁfg;\ﬁim% Ut DF62_A7V  Fieldbus 1 o ack g
Q 3051 58 ggzé_:fdﬁrl{\lisED_Acnom Uninitizlized DF62_ATV Fizldbus 1 ¥ ack l'

Figure 7.19. Filtering a Diagnostic

Scheduling Maintenances for an Event

At the Acknowledge window, for tracking and diagnostic events, select the option Generate
Maintenance to schedule maintenance for the device. Click Submit to open the window as shown
in the example below:
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a http://localhost fassetview,/ Track-Diag/acknowledge_diagnostic_send.asp?Device... [I[El

Generate Maintenance

TAG DEFAULT 253

Maintenance from Diagnostic - TAS DEFAULT 253 - pic-218-trd - Out-of-Fervice
MaintenanceType Prosctive -
GperatorEmailAddress B

Description

Type the description of the maintenance procedure here...

Submit Cancel

Figure 7.20. Generating Maintenance

Select the type for the maintenance: proactive or corrective. In the field Description, describe the

procedure for executing the maintenance. Click the button Submit to conclude. The window below
should appear confirming the maintenance was created:

/3 Smar Asset¥iew - Microsoft Internet Explorer

E E3

AssetView Information Page

AssetView

Diagnostic and Maintenance Web Tool

Maintenance scheduled with success !

Figure 7.21. Confirming Maintenance
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Section 8

MANAGING DEVICE MAINTENANCES

Procedures for managing maintenances are available from the Maintenances menu in the topology
tree, as indicated in the figure below:

&z i =

Et gﬁ Area ! Demo_»Aa7TY

% Device List

% Caontroller List

Qj Audit Trail Repart

ECI

Et %Maintenances
LE plarms

% Equipment

M Search
s
S

@ History

—

ist
2w

=

1eldbus Metwar
& Device Library

Figure 8.1. Maintenances Menu

Click the link Maintenances > List in the topology tree to open the list of scheduled maintenances:

Maintenances List
DeviceTag Description Actions
# B Predictive Fy-302-4... Calibration 5%
% &y Preventive &3 1. ggpe  LD302 [F 4

Figure 8.2. Maintenances List

b
The Type column indicates the type of the maintenance. The icon * indicates that the maintenance

. . . + .
is recurrent, while the icon ' indicates the maintenance should be executed only once.

Click the device icon in the Device Tag column to open the home page of the device.

Editing Equipment Information

Click the link Maintenances > Equipment in the topology tree to display the list of equipment
registered in AssetView and other equipment registered to represent plant control assets.

For example, add a motor as an equipment and generate maintenances for this equipment, as
described in subsection Adding Preventive and Predictive Maintenances.
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(3

“Description

Model Type

Location

Tag Message

Capacity Rating

Serizl Nro Date i

Manufacturer

Commentary 1

Commentary 2

Submit
Equipment List
Description Location Edit | Delete
DC302_0_1 o2 k]
WESTLOCKDISCRETE [e2 k)
2051 B £l
F-202 B o
LD-302-AV 23 &
(Page:1  ofi3 ) Page: |1 % ] > [t

Figure 8.3. Equipment List

Use the navigation buttons at the bottom of the page to browse the list of equipment, as indicated in
the figure below:

Equipment List

Description Location Edit | Delete
DFI-307 e2 o
Doa0z_0 1 B k]
3051 e2 &
FY-302 e2 k|
i HIZA20 r}‘l k]
(Page: 1 ofid4 ) Page: |1 =] I

Figure 8.4. Navigation Bar
Adding Equipment

Fill the form typing the information related to the equipment and click the button Submit to add the
equipment to the Equipment list.

Equipment

I |4

*Description IFieIdbus Walve Position

Model I.\'—\ctuator Type I

Location IPIantDI

Tag IFV-SDZ Message I

Capacity I Rating I

Serial Mro |22053 Date [1zr0mz008 | B
Manufacturer ISmar

Commentary 1 I

Commentary 2 I

Subirmit |

Figure 8.5. Adding Equipment

A message box informs the equipment was created. Click Ok to conclude and the new equipment is
register as a plant asset.
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Editing the information

To change the information related to the equipment, click the icon £ in column Edit corresponding
to the equipment and the form in the upper part of the page displays the data. See the example
below:

D |4

*Description IFieIdbus Walve Position

Madel IActuator Type I

Location IPIantDl

Tag IF\"-302 Mezsage I

Capacity I Rating I

Serisl Mro |z2052 Data [iziogizone i
Manufacturer ISmar

Commentary 1 I

Commentary 2 |

Subimit |
Equipment List

Description Location Edit Delete
DFI-207 B o
DCE02_0_1 B o
0si ed o
Fieldbus Yalue Position Fy-202 Plant0l g’p L
HIZ070 k]
[Page: 1 of: 5 1 Page: Il ;I

Figure 8.6. Editing Data

Type the desired information and click Submit. A message box indicates the information was
updated with success. Click Ok to conclude.

Deleting Equipment

To delete the equipment from the list of plant assets, click the icon A in column Delete
corresponding to the equipment.

Equipment List

Description Location Edit | Delete
DFI-307 B Ll
DC302_0_1 B a
051 0
Fieldbus Yalve Position F¥-302 Plant01 B
T 202y r:*
(Page: 1 ofi 5 1 Page: Il ;I

Figure 8.7. Deleting Equipment

The page loads the information related to the selected equipment. Click Delete to confirm the
operation and remove the equipment from the list, or click Cancel to abort the operation. See the
example:
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Delete Device

bi+] 4

Description Fieldbus ¥alve Position

Madel Actuator Type

Location Plant01

Tag FY-302 Dlessans

Capacity Rating

Serial Nro 22053 Dats 12/08/2008

Manufacturer
Commentary 1

Commentary 2
Are you sure you want to delete this device?

Figure 8.8. Confirming the Operation

Adding Preventive and Predictive Maintenances

To schedule maintenance for a specific device, click the link Maintenances > New in the topology
tree. The Maintenance Scheduling page will be loaded:

Mew Maintenance Scheduling - Step 1

Occurs Month Starting at

# Custam 7 how
8 Cray o Custom
r E\.lerl,ll dayls).

Week

[auguse <] [5 =] [zo08 =]

" Month
 year Recurrent 13 thIDD vlm

Scheduling Alert
Safety Period: | 1 ':I day(s).

Motify user by email?(Alarm); | Mo 'I
Gperater email address: | =] add Ramove

Figure 8.9. Adding Device Maintenances
1. Inthe field Occurs, select the maintenance occurrence: customized, daily, weekly, monthly
or annual.
2. Select the option Recurrent in case the maintenance should occurs repeatedly.

3. In the field Starting at, select the date and the time that the maintenance should start. To
customize the maintenance starting date, click the option Custom, select the maintenance
date and the time.

4. Configure the maintenance alert in the field Safety Period, selecting the number of days
that the user should be notified in advance.

5. In the field Notify user by e-mail, select Yes in the options list to send e-mails to the users,
and add the e-mail address of the user that will be notified about the maintenance.

6. Click the button Next to proceed describing the maintenance details:
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New Maintenance Scheduling - Step 2

Title | |
Device ISeIect Cevice ;I

Periodicity Custarm (Every 30 days) Safety Periad 1 Day(s)
Starting at 5/8/2008 19:00:00 Maintenance Type ISeIectTl,lpe vl

Instructions (Maintenance Description)

Figure 8.10. Maintenance Details

7. Type the title of the maintenance.

8. Select the device.

9. Select the type of the maintenance: preventive or predictive.
10. Type the instructions to perform the maintenance.

11. Click Next to conclude and update the Maintenances List.

Editing the Maintenance

In the topology tree, click the link Maintenances > List to open the list of scheduled maintenances.

In the column Action, click the edit icon, @ related to the device, to open the Maintenance Edit

window.
"
) Maintenance Edit - Microsoft Internet Explorer [_ D[]
Maintenance Edit
Maints ei |([Weekly Pradictiva Maint
Dater) 25 =] |5 =]|2004 =
Starting at: Maintenance Type: IPrEdl:twe -
Hourf 15 =] [0 =

Maintenance Template Description:

[Type the instructions for the maintenance procedure here.

Motify user by email?(Alarm); | | ez =

testsupport@smarcom.br

List emails:

Figure 8.11. Editing the Maintenance

Edit the necessary information and click the button Submit to apply the alterations.
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Removing a Maintenance

In the topology tree, click the link Maintenances > List to open the list of scheduled maintenances.

In the column Action, click the delete icon, i-l, related to the device.

Microsoft Internet Explorer

@ Are you sure you wank bo delete this maintenance?

Dewvice: TAG DEFALLT 12
Maintenance: Weekly Predictive Maintenance

[8]'4 I Cancel

Figure 8.12. Removing a Maintenance

Click Ok to confirm the operation and remove the selected maintenance.

Sending Service Orders

In the topology tree, click the link Maintenances > List to open the list of scheduled maintenances.

In the column Action, click the send service order icon R related to the device. This icon will only
be available if any e-mail address was assigned to the maintenance. The window to edit the service

order opens:

/ send Service Order - Microsoft Internet Explorer

Send Service Order

Qﬁ Weekly Preventive Maintenance

To: testsupporb@smar.com.br;

Description

Pleasze fallow the instructions to execute the preventive maintenance..,

% Preventive

Figure 8.13. Sending a Service Order

Type the instructions to be sent to the user and click the button Send to send the e-mail. The figure
below should appear confirming that an e-mail has been sent:

/3 Result - Microsoft Internet Explorer o =[S

send Service Order Result

Maintenance: Maintenance from Diagnostc - FY-A¥-01 - HI302-0-HIRT-1 -
Dutput Module not Initalized or not Connected

Order was successfully sent to [ bechuate@smar.com.br ].

Figure 8.14. Confirming the Service Order
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Searching for Maintenances

To search for a specific maintenance, click the link Maintenances > Search in the topology tree.

Searching a period

The default Maintenance Search page is shown in the figure below:

Maintenance Search

Search

Marth Week

Start Date

camoma || B

End Date

Erdoms [ ] B

Device Tag: [an

=l

Maintenance: |

| Search

Figure 8.15. Searching for Maintenances

1. Select the beginning of the search in the field Start Date and the end of the search in the

field End Date, clicking the icon ﬁ to open the Calendar dialog box.
4 calendério - Microsoft ... [l E3

= junho de 2007 =
d s t q q s s
27 28 2% 30 31 1 2
i 4 5 & 7 8 8
10 11 12 13 14 15 16
17 1§ 19 20 21 22 23
24 23 26 27 28 29 30
i 2 3 4 5 & 7

Figure 8.16. Calendar
2. Inthe field Device Tag, filter the tag of a specific device.
In the field Maintenance, filter the name of the maintenance defined by the user.

4. Click the button Search to view the results.

The page with the search results will be loaded. Click the link of the device name to view the
information about the maintenance.

Maintenance Search
Search | Morth | Week
Start Date End Date
stare e (151002007 | [ End B

Device Tag: | All =1

Maintenance: | All = Search
T
8 e Ev-302-4. | Calibration 19/6/2007 15:24:11
& e PIC-000Z LD302 22/6/2007 15:00:00

Figure 8.17. Search Results
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Searching maintenance during the month

Click the button Month to view the maintenances scheduled for the month:

Maintenance Search
Search | Morth | week
< junho de 2007 >
2

| dom | ceg | ter | aua | aui ] cex |
1]

E 4 1 [ I 8 3
10 11 12 13 14 15 16
17 18 19 20 21 22 23
Q1524 @ 1500
Calibration LD302
24 25 26 27 28 29 30

Figure 8.18. Month Calendar

Click the link of the maintenance name to view the instructions related to the maintenance.

Searching maintenance during the week

Click the button Week to view the maintenances scheduled for a selected week:

Maintenance Search

Search | Maonth Week

Start Date: |19/08/2007 ﬁ

& Horizantal O yertical

M Full time scale Tirne scale interwals |60 - Irmnutes
Start of time scale: [06:00 -I End of time scale: | 20:00 -I
06:0007:0008:00 00:00 10:00 11:00 12:00 13:00 14:00 15:00  16:00 17:00 18:00 10:00 20:00
@ 15:24
Calibration
@ 15:00
LD3032

Figure 8.19. Week Calendar

1. Select the beginning of the search in the field Start Date clicking the icon ﬁ to open the
Calendar dialog box.

Select the number of weeks from the Week menu.
Select the time interval in the Scale area.

Select the view mode for the week: horizontal or vertical.

a » w DN

Click the link of the maintenance name to view the instructions related to the maintenance.
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Opening the Maintenances History

To list the maintenances that have been executed, click the link Maintenances > History in the
topology tree. The History Search page will be loaded:

Maintenance History - Search

Start Date End Date
Start Dater | May =l 2 =l [zo0e =] End Date: |June = 1o =] [zo07 =]
Device Taar all =
Maintenance: all =

Figure 8.20. Searching for the maintenances executed

Select the starting date for the search in the field Start Date.
Select the ending date for the search in the field End Date.
In the field Device Tag, filter the tag of a specific device.

In the field Maintenance, filter the name of the maintenance defined by the user.

a r 0w bdh ke

Click the button Search to view the results.

The page with the results for the search will be loaded:

DeviceTag Maintenance Due[()st;f)tatus Date/Time
v Preventive Maintenance Sy (at day) 5/25/2004 3136116 PM  Preventive juliana
v LDE02 Preventive Maintena.. Gy (at day) 5/25/2004 3:54:28 PM  Prevantive juliana
v Weekly Preventive Mainten.. Sy (st day) 5/25/2004 3:56:48 PM  Preventive juliana
% & o T EelreEen s Sy (in aduance)  5/25/2004 $:05:13 PM  Preventive juliana
v Custom Predictive Mainten... Sy (in advance) ~ S/25/2004 4:09:47 PM  Preditive juliana
x Preventive Maintenance % 0 (at day) 5/26/2004 3:5%:11 PM  Preventive Jjuliana
K B TaGDEFA.  LD302 Preventive Maintena.. % 0 (at day) S/26/2004 4:00:47 PM  Preventive juliana

Figure 8.21. Maintenances History

The icon v in the first column indicates that the maintenance has been executed.

X

The icon indicates that the maintenance has been removed.

Opening the Alarms List

To list the alarms that indicate the status of the scheduled maintenances, click the link
Maintenances > Alarms in the topology tree. The page with the alarms list will be loaded:
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Maintenance Alarms

Status Device Description Due Date

Q . = i Maintenance from Diagnostic - Logix3400MD_27 - 9/29/2011
=f Logix3400MD 27 | 0GIX3400MD_27_TRD - Fail to last known st point. 10:26:32 AM
= : : 10/4/2011
= =

Q = Lp30z 1 LDZ02: Preventive Maintenance 12:30:00 BM
= " . . 10/6/2011
e -

Q [ 3 = TTz02 4 Temperature Calibratien - Preventive 17:30:00 BM

Q [ 3 £ LD202 1 Lower Pressure Calibration toég’%g ]bjl-\-l'l

Figure 8.22. Maintenance Alarms

The color indicates the severity of the alarm:

# Indicates the maintenance should be executed in the near future.
Indicates the deadline for the maintenance to be executed.
#® Indicates the date of the maintenance has expired.
To register the maintenance, click the icon Q to open the Maintenance Registration window.

Type the description of the executed maintenance procedure and click the button Register to
confirm that the maintenance has been executed.

Maintenance Registration

Maintenance Preventive Maintenance 01

Device LbOZ_306

Periodicity Safety Period 1 Days
DueDate /312004 10:04:00 AM Type 3 Preventive

Instructions:

Execute preventive maintenance,

Maintenance Description:

REMOWVE | REGISTER

Figure 8.23. Registering the Maintenance

A message box will open confirming the procedure. Click Ok to conclude.

To remove the scheduled maintenance, click the icon Q related to the maintenance and, in the
Maintenance Registration window, type a brief explanation about canceling the maintenance and
click the button Remove. A message box will open confirming the procedure. Click Ok to conclude.

Maintenance Templates: Using the AssetView Maintenance Wizard

The user can create templates for the preventive maintenance of a device, and register these
maintenances in the AssetView database. When the device is registered by the AssetView Server,
the maintenances are automatically added to the List of Programmed Maintenances.
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Maintenances templates are created using the AssetView Maintenance Wizard. To run this
application, double-click the file AVMaintenanceWizard.exe located in the AssetView installation
directory, inside the bin folder. The default installation path is “C:\Program
Files\Smar\AssetView\bin\".

E&Assetview Maintenance Template Wizard - * [ New Blank Template ]

File Mainkenances Help Exit

~ Maintenance 0/0

Maintenances Group |

- Edit
MaintenanceT itle

Maintenance Description

i ;IJ
"HEEurrEncE Tigm

Safety Period
[ CIE (R ‘

Exdit |

Figure 8.24. AssetView Maintenance Wizard

Creating Maintenance Templates

Go to the File menu and click New Template. Then, on the Maintenances menu, select the option
New Maintenance Wizard to open the Maintenance Template Wizard dialog box:

%® Maintenance Template Wizard - Step 1

~Maintenance Title
Change Oil

~ Maintenance Description

<type a description for the maintenance herex ;I

g o

Cancel | << Back | Mext > | Firisk |

Figure 8.25. Creating Maintenance Templates

Type the name for the maintenance template and describe the maintenance procedure that should
be executed. Click Next to continue.
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#F Maintenance Template Wizard - Step 2

Oceuwr ‘wWeek

= Custom

" Day " Sun *F Mon (O Tue
o week i~ wWed  Thu  Fi
= Month  Sat

= ear

Safety Period
[s =l dayls)

Cancel | << Back | ezt > |

Figure 8.26. Defining the Schedule

In the field Occurs, select the maintenance occurrence: customized, daily, weekly, monthly or
annual. According to this selection, define the hour, the day of the week, the day of the month or the
day of the year that the maintenance should be executed or repeated.

Configure the maintenance alert in the field Safety Period, selecting the number of days that the
user should be notified in advance about the maintenance. Click Finish to conclude.

Saving Maintenance Templates

On the File menu, click Save to open the Save Maintenance Template dialog box. The
maintenance templates are saved in XML file format.

Save Maintenance Template H ﬂ
Savein |() 000302 = o« ® ek E-
| ro00s: o018

000d 017
|\ 5)000e (0020

\_j00m 300z

ty Computer

"‘i File name: rnaintenaru::e template. 5 j Save I
- .
Save as type: IAssetVlew Maintenance Template [*.xml) j Cancel |

£

Figure 8.27. Saving the Maintenance Template

Type the name for the file and click Save to conclude.

IMPORTANT

The maintenance template file must be saved on the AssetView folder, following the default Web
pages structure on the Device Support folder. The default path is:

C:\Program Files\Smar\Assetview\Web Pages\Device Support\<manufacturer
code>\<device type code>

For example, if you create a maintenance template for Smar’'s FY302, the file must be saved in
C:\Program Files\Smar\Assetview\Web Pages\Device Support\000302\0006.
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Opening Maintenance Templates

On the File menu, click Open Template to open the Open Maintenance Template dialog box.
Select the icon of the maintenance file and click Open.

Open Maintenance Template ﬂ m
Lack in: | (£ 000302 T emem

000k [o01s
oood o017
booe o020
ool @0026
000z

0020

File: namie: I j Open I
Files of tupe: IAsset\u"iew Maintenance Template [*. «ml] j Cancel |

[ Open a: read-ary

4

Figure 8.28. Opening the Maintenance Template

Editing Maintenance Templates

In the field Maintenances Group, select the icon of the maintenance to be edited and click Edit, at
the bottom of the AssetView Maintenance Wizard window. Or go to the Maintenances menu and
click New Maintenance Wizard. The fields will be available for edition:

—Edit
MaintenanceTitle
IEhange ol

M aintenance Description

<type a description for the maintenance here> ;I

" o

" Fecurrence Type " Safety Period

‘Week [Every Monday | |5 d day(z]

End Edit |

Figure 8.29. Editing a Maintenance
You can change the title of the maintenance and the description.

To edit the scheduling, click the button at the Recurrence Type field to open the Recurrence Type
dialog box:
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Bl Recurrence Type
rOcocurs————— —Wweek
£ Custom
= Day = Sun % Mon Tue
infeel Cowed O Thu Fii |
Lancel
" Sat

Figure 8.30. Editing the Scheduling

Select the recurrence type for the maintenance, define the recurrence period and click Ok to return
to the AssetView Maintenance Wizard window.

It is also possible to edit the period that the user should be notified in advance about the
maintenance. Select the number of days in the Safety Period box.

To conclude the edition, click End Edit, at the bottom of the AssetView Maintenance Wizard
window.

Removing Maintenance Templates

To remove a maintenance template, select its icon on the Maintenances Group box. On the
Maintenances menu, select the option Remove Maintenance.

The message box below will open to confirm the operation. Click Yes to remove the maintenance or
click No to cancel the operation.
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Section 9

DEVICE LIBRARY

The Device Library is a set of information provided by manufacturers related to the devices, such
as user's manuals, calibration procedures, preventive maintenance items, device-related diagrams

and images, and notes. Observe the example below:

a Smar Asset¥iew - Microsoft Internet Explorer =] 3
Fle Edt View Favortes Tools Help ‘ o
- &Y - o @ S . < B
Qe - ) - ¥ B 0| Oseweh Prraeris @) =0 7 & 5
Address [{2] hetp:fuum assetview.com. brfdef ault.him o Bee ks » & -
7 Es s e
Device Library
S CEPE

6 Device List
B conuroller List
CF pudinTrail Report

% Davics Libran

N

Device filers |

Apply

Device Manufacturer |Protocol
|

P srarus C
& Maineenances 4 "
B SMAR Fieldbus
Fieldbus Network w
LD302
@'
= SMAR Fieldbus
SMAR Fieldbus
SMAR Fieldbus
USER INFORMATION SMAR Fieldbus
_, bob_engineer (Engineer) _
(@ Email not registered | A | LlJ

Library Explorer

Selectthe devics on left panel in ordero show the device library
enplorer

]

[T | 83 ocal intranet y

Figure 9.1. Device Library Page

Select the device on left panel to open the Device Library Explorer tabs on the right panel.

Device Images

Once a device is selected, the list of related images is shown at the Explorer tab. The example of
the following figure shows a list of image files referring to the device LD302 from Smar:

Device Library

Device filtar: |

. ¥ LDa02
Device Manufacturer Protocol > nEe
i > I evao0mp.pOE
W b
Y SMAR Fieldbus b rmnng:g.mc
/ b ™ MOUNTING 1P
LD302 P I MDUNTING 2.0PG
' b [~ MOUNTING 3.9PG
4 [
.‘_ SMAR ST [~ MDUNTING 4.0PG
) P T~ MOUNTING 5.9PG
302
P I MDUNTING 6.JPG
‘l b T~ MOUNTING 7.0PG
= SMAaR Fieldbus P I MDUNTING 8.PG
IF302 b [~ MOUNTING 9.0PE
— b I QDER.GHT

Figure 9.2. Example of Device Images

Click the image file name to view the image.
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Adding Images

To include an image related to the device, at the bottom of the Explorer tab, type the name of the
file or click Browse to locate the file, at the Upload local file to library area:

Explorer

w LD30Z
b Images
¥ Manuals
¥ Cthers

Delete selected file(s) from library

Upload local file to library

Local File : I

Browse. . |

Falder [Server] : IImages j

Figure 9.3. Adding Images

The dialog box to locate the file will open. Select the file of the image and click Open. At the
Explorer tab, select the folder Images and click Upload.

The link to the new image will be created in the list of images and a copy of the original file will be
created in the device’s folder, in the device’s manufacturer directory located at “Asset Vi em\ Wb
Pages\ Devi ceLi brary\ MANUFACTURERS\ ", at the default System302 installation directory.

Removing Images

At the Explorer tab, expand the device’'s tree, mark the image(s) that will be deleted and click
Delete.

m otes

w D302
w* Images

I Evaoomp.poE
I~ Lpz02.0pPEG
¥ MoDELS.PG

[

[

I

b ¥ MOUNTING 1.JPG
P I~ MOUNTING 2.0PG
P I~ MOUNTING 3.0PG
b I~ MOUNTING 4.3PG
P I~ MOUNTING 5.0PG
P I~ MOUNTING 6.JPG
P I~ MOUNTING 7.JPG
P I~ MOUNTING .96
P I~ MOUNTING 9.JPG
b I gQER.GHT

b I wss¥ER2.scC

» Manuals
b Others

Delete selected file(s) from library

Figure 9.4. Removing Images
The link to the image will be deleted and the file will be removed from the related device’s folder, in

the  manufacturer directory at the default installation path "\ Asset Vi ewh Wb
Pages\ Devi ceLi brary\ MANUFACTURERS)\ ", at the default System302 installation directory.
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Device Library

Device Manuals

Click the Manual icon to open the documentation file from the device:

Adding Manuals

At the bottom of the Explorer tab, type the name of the file or click Browse to locate the file, at the
Upload local file to library area:

Explorer

w LD302
b Images
b Manuals
b Others

Delete selected file(s) from library

Upload local file to library

Browse... |

Local File I

Faolder [Server] : |Manua|s j

Upload

Figure 9.5. Adding a Manual

After selecting the manual file, select the folder Manuals and click Upload.

The link to the new manual will be created in the list of manuals and a copy of the original file will be
created in the device’s folder, in the device’s manufacturer directory located at “Asset Vi em Wb
Pages\ Devi ceLi brary\ MANUFACTURERS\ ".

For example, if a manual was added to Smar FY302, the copy of the file will be created in the
default installation directory: “C:\ Program Fi | es\ Smar\ Asset Vi em Wb
Pages\ Devi ceLi br ar y\ MANUFACTURERS\ SMAR\ FY302\ nanual ".

Removing Manuals

At the Explorer tab, expand the device’s tree, mark the manual file(s) that will be deleted and click
Delete.

The link to the manual will be deleted and the file will be removed from the related device’s folder, in
the  manufacturer directory at the default installation path “\ Asset Vi ewh Wb
Pages\ Devi ceLi brary\ MANUFACTURERS\ “.

Managing Other Files

Files related to descriptions or references for a device, or worksheets for example, are managed
similarly to image and manual files.

To add a new file, type the name of the file or click Browse to locate the file, at the Upload local
file to library area. After selecting the file, select the folder Others and click Upload. The link to the
new file will be created in the list of files.

To remove a file, mark the name of the file that will be deleted and click Delete.
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Managing Device Notes

Click a device icon to display the Notes tab which list of notes related to the device. See the
example below:

Device Library

Device filter : I | Apply | Explorer Notes
. The Auto-Setup operation should be performed Edit
Device Manufacturer |Protocol offline. !
i bob_engineer - 9/10/2009 11:09:40 Bl
@ =l
1 SMAR Fialdbug
'
LD302
E
e
i SMAR Fieldbus
1302
L= |
»
# AMAR Fieldhu=

Figure 9.6. Example of Notes for the LD302

Adding Notes
To add a note to a device, type the text and click the button Insert. See the example below:

Euplorer Motes

The huto-3etup operation ;I
should be performed foline.l

[ ]

Figure 9.7. Adding a Note

The text will be displayed on the list of notes for the device.

m

The Auto-Setup operation should be performed )
- Edit
offline,
. Delete
bob_engineer - 9/10/2009 11:09:40

Figure 9.8. Device Note

Updating a Note

To update a note, click the button Edit corresponding to the note.
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Device Library

m
The Auto-Setup operation should be performed ( Edit i
"y

offline,
B il
elete

bob_engineer - #/10/2009 11:09:40

Figure 9.9. Editing a Note

The text box to edit the note will open. Edit the text and click Update to confirm the alterations:

The Auto-Setup operation ;l
should be performed foline.l Update

ance

Figure 9.10. Updating a Note

To cancel the alterations, click Cancel and the text will not be altered.

Removing Notes

To remove a note, click the button Delete corresponding to the note. See the example below:

m

The Aute-Setup aperation should be parformed
offline,

Edit

bob_anginesr - 9/10/2009 11:09:40 Deelete |

=
[ -]

Figure 9.11. Deleting Notes

The note will be removed from the list of notes for the device.
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Section 10

KNOWN PROBLEMS AND LIMITATIONS

1. AssetView Server is monitoring the changes of the parameters (Tracking Activated). An
online Web page from AssetView is requested and all fields in the page are blank,
instead of showing the values. At the same time, the monitoring procedure (Tracking)
stops.

Run the dcomcnfg application, select the application Smar OPC & Conf Server for DFI302 and
click Properties. At the Identity tab, select the option The Interactive User. Click Ok to conclude.

2%

Applications I Dlefauilt Propertiesl Drefault Securityl Diefault Plotocolsl

e Smar OPC & Conf Server for DFI302 Properties
Applications:

OpPrintServer?
Paintbrush
PeriodicTi
pglﬁg el imer “Which uger account do pou want to uge to run this application’?
PSMZ2Mote

PSHGive ote

Fiitd Document

Remote Debug Manager for Java
Remote Storage Recall Matification Clisnl £ The launching user
SEMS Logon Events
SEMS Metwork Events

Generall Locationl Security |dentity | Endpointsl

& The interactive Lzer %

SEMNS OnMow Events £ This uzer.

SEMS Subzcrber fior EventSystern Event

Server Extension Objects User: I Broysse, . |
SetupLogServices Class

Smar OPC & Conf Server for DF1302

Smar OPC & Conf Server for HSE Fassyord! I

Smar OPC & Conf Server for PCl Card

Smar OPC 2.0 & Conf Server for DFES Tl Bl I

Froperties. .. |

£ The System dccount [services anly]

0K

1] 4 I Cancel Apply

Figure 10.1. Configuring the DCOM Properties

2. When trying to execute an operation in the page, the following error message appears:

Microsoft Internet Explorer x|

& You don't have permission For this operation!

Figure 10.2. Error Message

The user logged probably doesn’'t belong to the Engineers group. Refer to the section User
Permission on Section 1, in this manual.

IMPORTANT! If the user belongs to a domain, the group Engineers must exist in the domain
server and the user must be added to this group to perform specific operations.
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3. When trying to start the AssetView Server after the installation, the following error
message appears:

ODEBC driver for Microsoft Access ins x|

Q Unable to load odbctizz . dil

Figure 10.3. Database Installation Error

This message occurs if Windows is not installed in drive C and the System302 version is prior to
version 6.1.3.3.

e If the user is running the AssetView Server with Windows 2000, click Start > Settings >
Control Panel > Administrative Tools > Data Sources (ODBC).

e If the user is running the AssetView Server with Windows NT, click Start > Settings >
Control Panel > ODBC.

The ODBC Data Source Administrator dialog box will open. Click the System DSN tab and

double-click the AssetView data source name to open the dialog box. Click Select and locate the

file AssetView.mdb in the folder “<SystenB02 Installation Path>\AssetView

Dat abase\ ".

Click Ok and close the ODBC Data Source Administrator dialog box.

4. When trying to open the AssetView main page, the following error message appears:
"The page cannot be found".

The Virtual Directories of AssetView might not have been created correctly during the installation.

Refer to the Appendix A for specific information about the Virtual Directories.

5. The Deviceicon in the Tracking window doesn’t have its normal state recovered after the

communication is restored.

Close the Tracking window and open it again by clicking View > Tracking View.

6. IS and .NET Framework installation: AssetView pages are not shown in the browser.

; Smar Asset¥iew - Microsoft Internet Explorer _[Ofx
File Edit “iew Favorites Tools Help | |','
A @ N ) ) =
G Back ~ () - |_L| lELI .'\l i~ earch S Favorites Q‘( = -
Address [{] hetpfflocahhast assetviewjGenericjc_login. aspx EI=E |Lir|ks »|id -
|
|&] pone ,_,_,_,_,_ & Internet %

Figure 10.4. AssetView Pages Blank
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Known Problems and Limitations

The Internet Information Services must always be installed before the .NET Framework.

In case the installation order is inverted, follow the procedure below:

a.

d.

e.

f.

On the Start menu, select Run and type cmd. The command interpreter window will open.

Execute the file aspnet_regiis.exe located on the default directory
“C: \ W NDOWE\ M crosoft. NET\ Franmewor k\ v1. 1. 4322\ . On the command line, type:

C:\WINDOWS\Microsoft.NET\Framework\v1.1.4322\aspnet_regiis.exe -i

The Internet Information Services will be configured. Wait a few seconds until the
procedure is concluded and close the command interpreter window. See the example
below:

INDDWS'\ system32h cmd.exe

Microsoft Windows BP [Version 5.1.260881]
(C> Copyright 1985-2881 Microsoft Corp.

C:~Documents and Settings™Juliana Biase>C:~WINDOUS“Microszoft . NET“Frameworkwwl.1l.
4322vaspnet_regiiz.exe —1i

Start installing ASP.NET <1.1.4322.8).

Finicshed installing ASP.NET <1.1.4322.@8>.

C:~Documents and Settings“Juliana Biaze>

Figure 10.5. Command Window

Open the Control Panel, double-click the icon Administrative Tools and open the IIS
window.

Right-click the icon of the AssetView folder and select the option Properties.

}r‘ Internet Information Services

File Action View Help

e~ | AmEFRER (2] =0

9 Internet Information Services Description | state | Host Header Name | IP Ac
E_n%i JULTANA (local computer) B Default Weh Site Running *
1] Web Sites

-9 Default web Site
- NsHelp

Printers
AWCustomErrors

Explore
Cpen
[+ Defaul SMT  Browse

e 3
&l Tasks  »
Delete
Refresh

BTN
”e"’—lq | D

Cpens propetty sheet Far the current seleckion. |

Figure 10.6. AssetView Folder Properties

On the Properties dialog box, select the ASP.NET tab and select version 1.1.* of
ASP.NET, as indicated in the figure below:
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AssetView Properties ﬂ m
Yirtual Directory I Documents I Directorny Security |
HTTP Headers I Cusztom Emors ASP.NET

ASP.MET wersion:

“irtual path: Ia’.ﬂ.sset\iiew

File location: ID:\Plogram FileghSmardesetyiewiw'eh Pagesh
File: creation date: |21 A2/200816:33:14

File: last modified: |21 AFA200816: 3314

Edit Configuration... |

QK. I Cancel | Apply | Help |

Figure 10.7. AssetView Folder Properties

g. Click Ok to conclude and close the 1IS window.
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Appendix A

ASSETVIEW VIRTUAL DIRECTORIES

Configuring 11IS 5.0 on Windows XP

Creating the Virtual Directories

If the virtual directories were not created during the System302 installation, it will be necessary to
create them according to the procedure described below.

Click Start > Settings > Control Panel and double-click Administrative Tools. Start the Internet
Services Manager. The Internet Information Services Manager window will open.

Expand the directory tree of the server machine and right-click the Default Web Site directory.

Select New > Virtual Directo

?.i Internet Information

J Action  Yiew |J o= | |

ry.

Services

=181 =]

DB 28> =

D:\Program Files\Common Files\Micrasoft Sharediweb Se..

Tres I Mame | Path
% Internet Information Services L@ scripts diljinetpublscripks
B * carrijn B usadmin D\WINNT|Systemazlinetsrviisadmin
=) Default FTP Site (Stopped) & nssamples diinetpublissamples
efault Sitey A rsanc d:program files\comman Filesisystemimsade
Scripts Explare Elp d:hwinntihelpliishelp
T15Admin Open pub D:Inetpublwebpub
1155amples Browse hin
MSADC Start Ers O WY INN T web printers
II5Help s
- webpub e
H e Pause
{g@ _vti_bin
{{g Printers Hew
£ images AlTasks b _
{1 _private ————— Server Extensions Web
[ _whi_cnf View » Server Extensions Administrator
£ _wti_log -
0 _wtipt Eefreill : 3"_555
{23 _wti_script Apart List... aif
"'D _vti_txk Properties USEE
-2y Default SMTF vir ptart.asp
Help gif
< i | N |

|Create niew virtual directory

Figure A.1. 1IS Manager

The Virtual Directory Creation Wizard dialog box will open. Click Next and type the name
AssetView to create the virtual directory. Click Next.

¥irtual Directory Creation Wizard

Yirtual Directory Alias
You must give the virtual directory a short name, or alias, for quick reference.

Type the alias pou want to uze to gain access to this Web vitual directary. Use the
zame haming conventions that you would for naming a directony.

Aliag:

IAssetVieM

< Back I Mest » I

Cancel |

Figure A.2. Creating the Virtual Directory
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Select the path of the new virtual directory. The default installation path is “C:\ Program
Fi | es\ Snmar\ Asset Vi em Wb Pages®”. Or click Browse and select the AssetView Web Pages
directory.

¥irtual Directory Creation Wizard x|
web Site Content Directory Q
‘where iz the content you want ta publish on the Web site? .;"“-‘vu;
-

Enter the path to the directary that contains the content for this 'Web site.
Path:

C:AProgram Filez\Smarassetieww'eb Pages Browse. .. |

< Back Cancel I

Figure A.3. Locating the AssetView Directory

Click Next. On the following dialog box, select the options Read and Run scripts (such as ASP).

¥irtual Directory Creation Wizard |
Access Permissions L
‘what access permizsions do pou want to zet for thiz virtual directony?

Al the fallowing:

¥ Bead

[V Run scripts [such as A5P)

[ Execute [such az 154P1 applications or CGI)
[~ white

[ Browse

Click Hext to complete the wizard.

< Back I Mest » I Cancel |

Figure A.4. Configuring the permissions for the Virtual Directory
Click Next to complete the wizard and click Finish to conclude.
Check if the virtual directory was created at the Internet Information Services window.
Once the virtual directory is created correctly, it will be necessary to configure the properties of the
virtual directory according to the section below.
Configuring the Properties of the Virtual Directories

At the Internet Information Services window, expand the directory tree of the Default Web Site
directory, right-click the AssetView virtual directory and select Properties from the menu.

A2



Appendix A: AssetView Virtual Directories

£ Inte T s o [=1 S
chtion Wigw H@-’| |@|Jg|'."|
Tiee I Marne | Path -
3 Intemet Infarmation Services (@ seipts dinetpublscripts
@IISAdmin LN NN TS petern32hinetsrvhiisan
@ 1155amples dAinetpubliissamples
M5ADC d:program fileshcaomman fileshepst
Sciipts @IISHeIp dwinnthelphiishelp
|- 11S&dmin @Webpub [\ netpubhwebpub
1155 amples Q_vli_hin D:4Program Files\Common Filesh
MSADC (@ Printers DWW/ INNT wwebhprinters
lI5Help @Asset\ﬁaw [v\Program Files\S marAssetview
We.bp.ub dimages
Ea —Yh—bm (23 _private
% Printers £ _vi_enf
& images Exploe i
[ _private Open @ 7Vl!7p\r't.
(3 _whi_enf Browse (2 _vti_script 1.
SIS (2wt
E-C3 _vii_pwvt global asa
-r- 3 ;
E-0 _wh_scip HITess @ help. gif
[0 vt bt Delste @ iisstart.asp
[y Default SMTF Rename pped) 8] localstart asp
Refresh @ mme. gif ha
_— 4 I »
Opens property sheet far tl i ‘

Figure A.5. AssetView Virtual Directory
The AssetView Properties dialog box will open.
At the Virtual Directory tab, select the options Read and Index this resource in the Local Path

rectangle. In the Application Settings area, select Low (IIS Process) in the Application
Protection box.

Asset¥iew Properties n m
HTTP Headers I Custorn Errors I ASP.MET I
Wirtual Directory | Documents | Directary Security

‘wihen connecting ta this resource, the content should come from:
% & directory located on thiz computer
" 4 share located on another computer
A redirection to a URL

Local Path: IC:\Program Filez\SmarAzsetviewiiweb Browse. .. |

™ Script source access [ Log visits
¥ Fiead ¥ Imdex this rezource
[ white

™ Directary browsing

Application Settings

Application name: IAssetView Fiemove |
Starting point: <Default .. \Assetiew
Configuration... |

Execute Permiszions: |Scripts arly j
=l

Application Protection: ILow (5 Process) Unload

QK I Cancel | Apply | Help |

Figure A.6. Properties of the Virtual Directory

Select the HTTP Headers tab and mark the option Enable Content Expiration and Expire
Immediately, as indicated below:

A3



AssetView 4.2 - User’s Manual

Asset¥iew Properties B ]
Wirtual Directary | Documents I Directory 5 ecurity
HTTP Headers | Custam Enors | BSPNET

T
—Iw Enable Content Expiration
Content should:

& Expire Immediately
' Expire after |1 IDa.'r'[S] =l

" Expire on I zabado . 23de agosto dej at IDD:DD:DD j‘

r~ Custom HT TP Headers

| Add..
- (]

Figure A.7. Properties of the Virtual Directory

Select the ASP.NET tab and select version 1.1.* for ASP.NET, as the example in the figure below:

Asset¥iew Properties m
Wirtual Directory I Documents I Drirectory Security |
HTTP Headers | Custorn Erors ASP.NET

ASP.MET wersion:

“irtual path: Ia’Asset\u"iew

File location: |D:\Pr0gram FileshSmartAssefifiewiwieb Pagesh

Figure A.8. Selecting the ASP.NET version

Click OK to close the dialog box and close the AssetView Properties dialog box.

Configuring 11IS 6.0 on Windows Server 2003

Configuring the Application Pool
It is necessary to create the Application Pool in IIS 6.0 for AssetView:

i.  Open the Internet Information Services window. Click Start > Settings > Control Panel

and double-click Administrative Tools. Then double-click Internet Information Services
Manager.

ii. Right-click the Application Pool icon and select New > Application Pool.

( Internet Information Services (I15) Manager
‘_'_“g File Action ‘Wiew Window Help

e AEEFRB[(2(2] > =

P_J Internet Information Services Descripkion | State I Status
-7l BECHUATE2003 (local computet | gliDefaulkappPool Funning
=R PPrET—
“L‘ Defar M Application Pool. ..
=] ] Weh Site Al Tasks 3 Application Pool {From file). ..
Eg Defa Yiew .
M a

i New Window from Here
B Web Ser

Refresh
Expart List. ..

Properties

Help

Figure A.9. Creating the Application Pool
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iii. The Add New Application Pool dialog box will open.

Add New Application Pool |

Application pool I0v I SmarbssetiiswPonl

Application pool settings
* Use default settings For new application pool

" Use existing application pool as template

Application pool name: IDeFauIt.ﬂ.ppF‘ooI j

(04 I Cancel | Help |

Figure A.10. Application Pool Identification

iv. Type SmarAssetViewPool as the Application Pool ID and click Ok.
v. Right-click the SmarAssetViewPool icon and select Properties.

t Internet Information Services (IIS) Manager

"j File Action Yiew Wndow Help

s AR XEDE B2 .

?.! Internet Information Services Description | Path
(-4l BECHUATEZ003 (local computer

- Application Paals There are no ikems ko show in th

Bl Weh Sites Shart:

: E"g Default Web Site Stop
- _J aspret_client Recycle

- _J web Service Extension

Mew »

All Tasks 3
Miew 4

ews window from Here

Delete
Refresh
Export List. .,

Help |

Figure A.11. Application Pool Properties

vi. The SmarAssetViewPool Properties dialog box will open.

SmarAsset¥iewPool Properties 2=l

Recycling I Performance I Health  Identity |

r—Application pool identity
Select a security account For this application pool:

' Predefined

" Configurable

User name: I IWar_BECHUATEZ003 Erowse |

Password: I sesssssssse

OF I Cancel | Apply | Help |

Figure A.12. AssetView Application Pool Properties
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vii. Select the Identity tab, check the option Predefined and select Local System as the user
account.

viii. Click Ok to conclude.

Creating the Virtual Directories
Now, it will be necessary to create the Virtual Directories.

On the Internet Information Services Manager window, expand the directory tree of the server
machine and right-click the Default Web Site icon. Select New > Virtual Directory.

'.lf; Internet Information Services (IIS) Manager

"_'_“g File Action ‘ew MWindow Help
e« | A@EXFRBE (22> n

P_'J Internet Information Services Marme | Path
E|.--..: | BECHUATEZ003 {local computet | | | aspnet_client
Application Pools | | isstart.hkm

# DefaultippPocl |=] pagerrar.gif
G SmarhssetiewPool
—--_J *Web Sites
EQ % Explore
i E-_J ¢ a
- _) wieb Ser _penl .
Permissions
Erowse
Stark:
Stop
Pause
Mews wieh Site. .,
All Tasks ¥ eb Site (from file)...

Wirkual

Virtual Directary (From file). ..

e 3
Mew Window From Here

Delete

Figure A.13. Creating the Virtual Directory for the AssetView Application Pool

The Virtual Directory Creation Wizard will open. Click Next and type AssetView as the alias of
the virtual directory. Click Next.

Y¥irtual Directory Creation Wizard

x|
¥irtual Directory Alias g
Specify a short name. or aliaz, for this virtual directony. =

Type the aliaz you want to uge to gain access to thiz Web vitual directory. Use the
fame naming conventions that you would for naming a directory.

Aliaz:
IAsset\-’ieM

< Back I Meut » I Cancel I

Figure A.14. Configuring the Virtual Directory

Then select the path of the new virtual directory. The default installation path is C:\ Program
Fi | es\ Smar\ Asset Vi emd Wb Pages. Or click Browse to locate the AssetView Web Pages
directory.
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¥irtual Directory Creation Wizard

X
Web Site Content Directory Q
Wwhere iz the content you want to publizh on the Web site? =2

Enter the path to the directary that contains the content For this web site.

Path:

C:\Program Files\Smarbssetviswiweb Pages Browse... |

< Back Cancel I

Figure A.15. Locating the AssetView Directory

Click Next to continue. On the following dialog box, select the options Read and Run scripts (such
as ASP).

¥irtual Directory Creation Wizard

Yirtual Directory Access Permissions
Set the access permiszions for this virtual directory.

Allow the following permizzions:

v Bead

[~ Execute [such as IS4P1 applications or Gl
[~ Wirite
[~ Browse

To complete the wizard. click Mext _

< Back I Mest » I Cancel |

Figure A.16. Configuring the Permissions for the Virtual Directory
Click Next to complete the wizard then click Finish to conclude.
Once the virtual directory is created correctly, it will be necessary to configure the properties of the
virtual directory according to the Application Pool created previously.
Configuring the Properties of the Virtual Directories

On the Internet Information Services Manager window, right-click the AssetView virtual directory
and click Properties.
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t Internet Information Services (IIS) Manager

.:Lg Eile  Action Wiew Window Help
e (B XEFHNE|@ 2] r 50

P'J Internet Information Services ame | Path

=51 BECHUATEZ003 (local computer ||| aspriet_client

_J Application Paals _Jkin

4 DefaultappPool _Jcss

4 SmarfssetyiewPool J CustomErrors

) Web Sites

=) Default Weh Site
+--__J aspnet_cient
_‘b

) Web Service Ex|

_ ) Device Support
_) Devicelibrary
_ | Devicelist

Explore
Open
Permissions
Browse part

Mew 3
All Tasks 3

Wiew 3
Mew Window from Here

Delete
Refresh
Export Lisk. ..

Help |

| |=| Global.asax

Figure A.17. AssetView Virtual Directory

The AssetView Properties dialog box will open. At the Virtual Directory tab, select the options
Read and Index this resource in the Local Path rectangle. In the Application Settings area,
select SmarAssetViewPool created previously as the Application pool for the virtual directory.

Asset¥iew Properties n m

HTTP Headers I Custom Ermors I ASPMET
irtual Directory | Documnents | Directary Security
Wwhen connecting to this resource, the content should come from:
A directory located on this compter
" A share located on anather computer
" & redirection to a URL

Local Path: C:\Program FileshSmarbssefiviensw'eb Browse. . |
™ Script source access [ Log visits

¥ Fead ¥ Index this resource

[~ wiite

[~ Directory browsing

Application Settings

Application name: IAsset\-"iew Remove |
Starting point; <Diefault .. \beselyiow

Configuration... |
Execute Permissions: IScripts anly j

Application poal: Urilzad

Ok I Cancel | Apply | Help |

Figure A.18. Properties of the Virtual Directory

At the Directory Security tab, click Edit in the Anonymous Access and Authentication Control
area. Verify that the Anonymous access option is selected.
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Authentication Methods m |

|v‘ .l’-‘munymous ACCess

Mo uzer name/password reguired to access this resource.

Account uzed for anonymous access:

User name: |ILISFE_JULIANA

Browse. . |

Passward: Ioooooooooo

v Allow 115 to control password

Authenticated access

are required when

Far the following authentication methods, user name and password

- anonymouz access iz dizabled, or
- access it resticted uzing MTFS access control lists

™| Digest authentication for Windows domait serers

[ Basic authentication [password is sent in clear text]

Default damain: I

Select.. |

Realm: I

v Integrated Windows authentication

Select... |

.

Cancel | Help |

Figure A.19. Configuring

the Authentication Method

Click OK to close the dialog box and close the AssetView Properties dialog box.

Select the HTTP Headers tab and mark the

option Enable Content Expiration and Expire

Immediately. Then, select the ASP.NET tab and select version 1.1.* for ASP.NET.

The 1IS configuration for AssetView is complete.
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Appendix B

ASSETVIEW DATABASE BACKUP
PROCEDURES

Use the AssetView Backup application to backup the AssetView database. The AssetView
Backup is easy to execute, and it can be used with the SQL Server or the MSDE database.

The AssetView Backup must be located in the same directory of the file SmarAssetServer.exe,
because these applications use the same connection (Assetview.udl).

It is recommended to run the AssetView Backup application in the machine where the database
server is installed. Even if the AssetView Backup is executed in a remote machine, the backup will
be saved in the machine where the database server is installed.

Attention:

e  Store the backup files in a secure place. It is recommended to save three copies of each
backup file and store them in different locations.

e Execute the backup procedure on regular intervals.

o Define a reasonable period of time to store old backup versions.

IMPORTANT

Before executing the AssetView Backup, make sure that the AssetServer is not being executed
and the AssetView pages are not open.

Creating the Backup File

1. On the Start menu, select Programs > System302 > AssetView > Backup AssetView
Database, as indicated below:

7] Smar Processyiew 3

IFT) Smar WebHMI v

-@ Skartup 3 .

B svstem3oz BE Assetvisw (@ Assetview Areas

'@ WinR.AR L4 -@ PROFIBUS Configurator  # ﬁ Assetifiem Server

a Internet Explorer -@ Studio30z 3 AssetView, udl

[G) Oulack Express I Taols v Z=| awTerminal

.. Remote fssistance &] Getting Started &9 Backup As 1 Dakabiase: k
8% windows Live Messenger &] Readme B Installation Guide

@ Windows Media Player | 4 Sglserver Create Database

Figure B.1. Starting the AssetView Backup

2. The AssetView Backup window will open:

4% AssetView Database Bac x|

Backup Azzetview Database

Restare Azzefiew Database

Figure B.2. AssetView Backup Window
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Restoring the Database

Select the option Backup AssetView Database to open the Backup AssetView dialog
box.

Select the folder where the backup file will be saved and type the name for the file.

Click Save to conclude.

Before restoring the database, make sure the AssetServer is not being executed and the
AssetView pages are not open.

It will be necessary to create a new AssetView database before restoring an old database. Follow
the steps described below:

1.

2.

To create a new AssetView database, go to the Start menu and select Programs >
System302 > AssetView > SqlServer Create Database.

The Configure SQL Server Database window will open:

¢ Configure SOL Server Database

—Motes

1) MAKE SURE THE SERVER EXISTS &MD 1S WORKING
FROPERLY

2] THE SAL SERYER YERSIOM MUST BE 200072005

— Select the databaze zerver

YOLIR_SOLSERVER HAME =l

o |

Figure B.3. Configure SQL Server Database Window

Select the name of the database server and click Create.

A message box will open to confirm the operation. Click Yes to proceed and wait a few
seconds until a message box confirms that the operation was successful.

Click Ok and then click Close on the Configure SQL Server Database to conclude.

On the AssetView Backup window, select the option Restore AssetView Database. The
Backup AssetView dialog box will open.

Select the icon of the backup file that will be restored and click Open.
A message box will open to confirm the operation. Click Yes to proceed.

Wait a few seconds until a message box confirms that the operation was successful. Click

Ok to conclude.
Restore Status Ed |

L3
\!}) Database restored successfully!

Figure B.4. AssetView Backup Database Restored
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Appendix C

TUTORIAL: ASSETVIEW DEVICE WIZARD

AssetView Device Wizard Foundation Fieldbus has a DD library for Foundation Fieldbus devices
that contain information provided by the devices manufacturers, such as parameters and the
corresponding enumerations.

The execution file for AssetView Device Wizard Foundation Fieldbus is located on the
System302 default installation path: C:\Arquivos de Programas\Smar\AssetView\bin.

To run the Device Wizard, double-click the icon of the DeviceWizard.exe file. See the figure below:

J Arquivo  Editar  Exibir  Favoritos  Ferramentas  Ajuda

-0 Pl

@

Pastas x| _Mome | Tamanha | Tipa “

= I3) Smar ;I I iritingLogFiles Pasta de arquivos

Bl ) Assetview D assetview_client.exe 40KE  Aplicativo

El=] @ Assetiiewdreas. exe 45 KE  Aplicativo

[ WritingLogFiles Clav D exe B0KB  Aplicativo

() WEB PAGES %AVInstallationGuide.exe 272KB  Aplicativa

[C Block Support @AVMalnFenancerzard.exe 132 KB Aplfcatfvo

= | AWTerminal. exe 172 KB Aplicativa

IC5) Comman
|25 Configurationiorkspace
|5) Device Suppart (
|C5) FBTools
|5) GettingStarted
12 Java
|5) Mapping Taoal
IC5) Metwork Configurator

ackupassetiew, g 32KB  Aplicativo

& Z00KE  Aplicativo
100KE  Aplicativo
’ L5TFileizenerakor . exe 36KE  Aplicativo
ERegAsm.exe S52KE Aplicativo
ﬁSmarAssetServer.exe 1,477 KB Aplicativo

EsmarAVScheduleSvc.exe 36 KE  Aplicativo

Figure C.1. Running AssetView Device Wizard

The AssetView Device Wizard window will open:

Smar : Assetview : Device Wizard : FF x|

) Biock Settings | Lipdate Erumerators | Page |Identification Page <] | Page Settings | Crests XMLDD | Imagss Settings l:l

Selsct parameters om DD Selected paiameters

Value | Description |

EF=

Figure C.2. AssetView Device Wizard window

Ci1l



AssetView 4.2 - User’'s Manual

Creating XML Templates for Devices

AssetView Device Wizard creates XML templates for SMAR and third-parties devices from DD
files.

To create a XML template, click New on the main toolbar. The Device Support Explorer dialog box
will open:

Device Support Explorer |

Select | Close

= Device Suppart

®-  ABB[000320]

Beijing Huakong Technology Co., [0022BE]
CSI[435349]

Direzzer Walve Divizsion [445644]

Elt COMTROLS [002000]

EL-O-MATIC BY [0b87a3]

Endress+Hauser GmbH [452b48]

Fieldbus Foundation [000000] —
Fisher Controls [005700]

Flowwzerve [464:53)

Foxbom [3255884]

Fuii Electric [0003039]

HS [003000]

Honeypwell [48574c]

Enick Elektronizche Messgerate [000102]
KROHME Messtechnik GribH & Co KG [00012
KTEK [000101]

LEDEEM [4C444E]

Limitorque Corporation [385885]

- MAGNFTRAI IAM AR =
| | B

Figure C.3. Creating templates

IE

M-
I+

Expand the manufacturer tree to list the types of devices available and their corresponding DD
versions:

Device Support Explorer |

Select | Close

B~ SMAR [000302] -]
Block Library [0000]
DC302 (0010]

030301

040101

050101

0B02m
050202 J
o201

- DFS1 [0008]
B DFEZ[00ZE]
- DFE3[002d]
- DF73[0025]
- DF75[002b]
H

DF 73 [0024) -
1| | 3

Figure C.4. Selecting the DD version

Select the DD revision and click Select to return to the AssetView Device Wizard window.
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Smar = Assetview :: Device Wizard :: FF x|
OEH Elock Settings | Update Enumerators | Page  Identification Page - | Page Settings | Create XMLDD | Images Settings -

[Manufacturer : SMAR :: 000302] [Device Type : DC302 :: 0010] [Dev Rev:08] [DD Rev:01] [CapFileRev:01]

Select parameters fom DD Selscted paramaters
CI4RITHMETIC_BLOCK.

&[] ANALOG_ALARM_BLOCK
INPUT_SELECTOR_BLOCK
SETPOINT_RAMP_GENERATOR_BLOCK
TIMER_BLOCK

EPID_BLOCK

] DISGTRO_BLOCK

] 4FID_BLOCK.

LI FLIP_FLOF_AND_EDGE_TRIGGER_BLOCK
] STEP_OUTPUT BLOCK

[IMDO_BLACK

DISCRETE_INPUT_BLOCK

: DISCRETE_DUTPUT_BLOCK.

D PROPORTIONAL_INTEGRAL_DERIMATIVE_BLOCK
[ RESOURCE_BLOCK_ITK

Value__| Desciption I A

Figure C.5. Configuring a template

The panel Select parameters from DD on the left side of the AssetView Device Wizard window
shows the blocks supported by the selected device and the parameters available.

At the Page combo box on the main toolbar, select the AssetView web page of the device where
the configured parameters will be displayed.

Then, expand the block icon to list the parameters supported by the block that will be configured.

Select parameters from DD :

=+ [ 5T3000FE_<D_BLOCK,

-] ST_REY

-] TAG_DESC

-] STRATEGY

-] ALERT_KEY

- [#] MODE_BLK.TARGET

- [ MODE_BLK.ACTUAL

- [ MODE_BLK.FERMITTED

-] MODE_BLK.HORMAL

-] BLOCK_ERR
UPDATE_EWT.UMACKNOWLEDGED
UPDATE_EWT.UPDATE_STATE
UPDATE_EWT.TIME_STAMP
UPDATE_EWT.STATIC_REWVISION
- UPDATE_EWT.RELATIVE_INDEX
-] ALARM_SUM.CURREMT

-] ALARM_SUM.UNACKNOWLEDGED
-] ALARM_SUM.UNREPORTED

-] ALARM_SUM.DISABLED

- [] BLOCK_ALM.UNACKNOWLEDGED
- [] BLOCK_ALM.ALARM_STATE

- [] BLOCK_ALM.TIME_STAMP

Mo nrk Al kd €1HID CORE

Figure C.6. Selecting parameters

Mark the desired parameters and the panel Selected parameters on the right side of the
AssetView Device Wizard window will show the selected parameters and related information. See
the example below:
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Selected parameters :
- TRANSDUCER_BLOCK.

- SENSOR_RANGE.EL_100
- SENSOR_RANGE.EL_D
- SEMSOR_RAMGE. UNITS_INDEX,
- SEMSOR_SN
- SEMSOR_COMMECTION :: Connection
- ORDERING_CODE
£ DIAGTRD_BLOCK
- Hw_REW
- FIRMWARE_REY
- DEY_SN
- MAIN_BOARD_SM
El- RESOURCE_BLOCK_ITE
L FEATURE_SEL

=

E Application
BitOtherB azed False
Byte_ -1
DigplayM ame Senszor Type
Dipnamic False
Help The type of sensor.
I ethodTrigger False
Fead Only False

| Application

Figure C.7. Selected parameters

The following Information are displayed for the parameters:

BitOtherBased: Only for diagnostic parameters. It indicates that when the parameter has
an alarm status, the diagnostic Other from the parameter BLOCK_ERR is activated.

Byte: When the diagnostic parameter is an array, this attribute indicates which element is
being considered.

Display Name: This attribute indicates the name of the parameter displayed on the
AssetView web page.

Dynamic: When this attribute is True, the parameter is read online. If False, the parameter
is read from the AssetView database.

Help: This attribute adds the description to the parameter.

MethodTrigger: It indicates that the value of the parameter is not altered when writing to
the device. Writing acts only as a trigger.

Read Only: When True, the parameter is Read Only. If False, writing is enabled for the
parameter.

For Read Only parameters, it is only possible to read values from the parameters, that is, the user
can not actuate on the device.

For Read/Write parameters, it is possible to read values from the parameters and edit values
according to the device operation, submitting new values to the device.

If the selected parameter is an enumerador, check the enumerations on the bottom of the left panel.
See the example below:
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Smar : Assetview :: Device Wizard :: FF

Q&

Block Settings

[Manufacturer : SMAR : 000302] [Device Type : DC302 z 0010] [Dev Rev: 08] [DD Rev:01] [CapFileRev : 01]

Select parameters from DO -

Update Enumerators | Page  Identification Page

+ | Page Settings

Selected paramsters :

Create XMLDD | Images Settings -

£ ] ANALOG_ALERM_BLOCK
15T _Rev

[ T4G_DESC
CISTRATEGY
CIALERT_KEY

[ MODE_BLK TARGET
I MODE_BLK ACTUAL
] MODE_BLK FERMITTED
] MODE_BLK NORMAL
[CIELOCK_EFR
CIPv.STATUS

[Py vaLUE

LI ouT.5TATUS

[ OUT VALUE

[ 0UT_SCALE.EL_100
OUT_SCALEEU_D
OUT_SCALE UNITS_INDEX
[ OUT_SCALE DECIMAL
[ GRANT_DENY.GRANT
DENY

LI Pv_FTIME

=] [= ANALOG_ALARM_BLOCK.
MODE_BLK TARGET
DUT WALUE
DOUT_SCALE EU_100
DUT_SCALE EU_D

STATUS_OPTS

OUT_SCALE UMITS_INDEX
OUT_SCALE.DECIMAL
GRAMT_DENY.GRANT

P erarie = |

Vale [ Descrplion [ ==
7 IFS  Bad IN ——
2 IFS if Bad CAS_IN 8 Grplling
4 Uneertain as Good BiOtheiBased  False
H Propagate Fai Fivd Eyle_ i
16 Propagae Fail Blwd Displayhame
2 Targel to Man if Bad IN Dranic False
s pneetainf Limted Help Options which the user may select in the block processing o
256 Unicertain I Mar. MethodTrigger  False
512 No select if not duto Pead Only False
1024 No sellct it ot Cas

Application

Figure C.8. Enumerations

Click Save on the main toolbar to save the XML template. A dialog box indicates the progress.

Opening a Template

Close ll l

F

= Device Support
B~ Mational Instruments - Fisher [005100]
=~ DWC 5000f [5420]
- 0803M
080302
0301m
e 09030

Figure C.9. Saving the XML template

On the main toolbar, click Open to open an existent device template. On the dialog box, double-click
the icon of the device template:
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Smar i Asset¥iew :: Device Wizard x|
Filter :
SHAR
L0302 TT2302 IFa02 FP202 Flan2
Franz DF&1 TP202 LD292 D7302
D202 FR202 DFE2 DFE3

MICRO MOTION, INC

270

Rogemount Inc.

Ed4 3051 SE00 8800
Fisher Controls

[/ CEO00F

Honeywell

ST3000FF FD_MIBE

WESTLDCK

FRACWALVE CONTROLLER ELA0M0E

Figure C.10. Opening a device template

To locate a template for a device, type the name of the device on the Filter area.

Configuring Blocks

On the AssetView Device Wizard window, select a block and click Block Settings on the main
toolbar to open the dialog box that lists the blocks being used in the template.

On the Block Settings dialog box, mark the column Supports AE corresponding to the block to
enable alarm and events functionalities. Mark the column Tracking corresponding to the block to
enable tracking. At the column Mnemonic corresponding to the block, define the block mnemonic
used by AssetView. See the example below:

Block Settings

| Supports AE | Tracking | Mnemonic
Dsp

TRD
DIAGTRD
A

RES

TR&NSDUCER_BLOCK

DIAGTRD_BLOCK
ANALOG_INPUT_BLOCK
RESOURCE_BLOCK_ITK

=0
R

Cloze

Figure C.11. Configuring blocks

Updating Enumerations

On the AssetView Device Wizard window, select a parameter and click Update Enumerators on
the main toolbar to customize enumerations for the parameter. On the Enumerators dialog box,
type the value and the description for the selected parameter and click Add. See the example
below:
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[Parameter Mame : MODE_BLK. TARGET]

Enumeration

W alue: I

Description I add

Delete selected items |

Cloze |

Figure C.12. Enumerations

To remove enumerations from the selected parameter, mark the items on the Enumerators dialog
box and click Delete selected items.

Click Close to return to the AssetView Device Wizard window.

Configuring Pages

On the main toolbar, click Page Settings to open the Page Settings dialog box and list the pages
for the template.

Mark the column Supports Recon corresponding to the desired page to enable the Calibration and
Configuration pages to support Reconciliation pages:

Page Settings

Mame % | Link EEL;EISTS
|dentification |ldentification. asp O
Diagnostic | Diagnostic. asp

=
v ]

» Configuration | Configuration. asp

Calibration | Calibration. asp

)4 Cloge

Figure C.13. Configuring Pages
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Creating XML DD

On the main toolbar, click the button Create XML DD to generate XML versions. For example,
consider DD revision 0101 for a specific device and a new DD revision 0102 is available. When
clicking Create XML DD, the XML file 0102_0101.xml is created to store both DD version.

2]
2 T T |

=]

B SMAR [000302]
B DC302 [0010]

130301
04011
05 01
050201
050202
080101

Figure C.14. Creating XML DD

Configuring Images

On the main toolbar, click the button Images Settings to select the image that will be displayed on
the device’s main page and on the AssetView toolbar. See the example below.

Images Settings

— ToolB ar image — Main Fage image

| D302 i =l

Ok Claze

Figure C.15. Configuring images
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Appendix D

TYPICAL SETTINGS AND HOW TO
INCLUDE MULTIPLE AREAS

Typical settings to run AssetView

1.

o @

10.
1.
12.

13.

After opening System302 Studio, make sure that the Areas are updated in the Maintenance

Station and Syscon has already exported tags for each area.

Make sure a valid License for AssetView is installed, so open AssetView Server.

T
Inside the System302 Studio, open AssetView toolbox.

Create a Database ( “machine name”\smar2005 ).
Under [User Permission] > [Groups] > [Engineer] add “machine user”.
Choose “HSE Ole Server” under OPC Server setting.

Under [Configure Area] add a consolidated XML file. (see “ How to consolidate different
areas in one XML file”).

Launch Smar AssetView Server.
Open Topology.
Register Devices. Start tracking.

If necessary to redo any setting, open [System302] > [AssetView] > InstallationGuide.

To run AssetView Web browser use the Internet Explorer 6 (IE6), (IE7) or (IE8). The link is

http://"MachineNameOrIP”//AssetView .
ServerManager settings for AssetServer station

e  Supervision only

¢ MVC disable

e Update time = 20000

¢ NoDataChange Timeout = 40000
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How to consolidate different areas in one XML file

e Go to folder [Smar\AssetView\Bin] .
e Open AV_Topology.exe and open first Area file.
e Save as a first XML file.

e Repeat these steps to second Area file.

® Using a XML editor (e.g Notepad++), open the second XML file and copy the Bridges
section. Insert these Bridges from second XML file to first XML file, generating a third XML
file including all the Bridges inside Topology structure. The merge procedure need to be
done carefully. The following example show the Tags structure and where is the position (*)
to merge Bridges:

<Project><Topology><Bridge “HSE HOST”><Channel>
<Bridge>
<Block>

<Channel>
<FF Device>
<Block>
</FF Device>
</Channel>
</Bridge>

(* insert here new Bridges)

</Channel></Bridge></Topology></Project>

Figure D.1. Consolidated XML file
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